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Positive Train Control Critical Infrastructure

Positive Train Control (PTC) is a supervisory control and data acquisition system designed to protect against loss of locomotive crew situational awareness that could result in train-to-train collision, train derailments due to excessive speed, train incursion into roadway work zones, and train movements through misaligned switches. Multiple technological approaches are being implemented by different railroads. The complexity of these systems of systems, coupled with the lack of a common ontological description, complicates creation of interoperable systems and implementation of adequate critical infrastructure protections. This talk will introduce PTC, its operation, and associated implementation issues, which could be used as the basis for the development of an appropriate ontological model that supports formalization of interoperability and infrastructure security.
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