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Abstract. “Garbage in – garbage out”, a truism in any data analysis technique. 

Process mining, a form of data analysis that uses data from event logs, provides 

some unique data challenges in this respect, including missing events, event gran-

ularity, and case heterogeneity. Dealing with these challenges is often regarded 

as an a priori step and not as an integral part of the process analysis itself. This 

research proposes a novel and integral approach to data quality in process mining. 

By investigating existing techniques for data quality rule discovery, a more sys-

tematic approach is presented to measure and enhance event data quality. More-

over, a framework for the application of data quality and transformation rules 

will be investigated to create a more transparent and auditable data preparation 

approach. Lastly, the extent to which data quality rules can be used to express 

event data compliance will be investigated. 

Keywords: Process Mining, Data Quality, Rule-based approach, Data pre-pro-

cessing. 

1 Introduction 

Process mining is a relatively new technique that fills the gap between data mining at 

the one hand and business process analysis and modelling on the other. It aims to extract 

process-related knowledge from event data and enables an organization to discover, 

monitor and improve its processes (van der Aalst, 2011). The high dependency on in-

formation systems in business processes has created a situation in which the digital and 

the physical world are tightly connected. This connectivity has made it possible to store 

large amounts of data on the activities that are occurring in business processes, i.e., 

event data (van der Aalst, 2011). However, as with any data analysis technique the 

saying “garbage in, garbage out” holds true for process mining. The quality of event 

data has been recognized as a major challenge in applying process mining in practice 

(IEEE Task Force on Process Mining, 2012; Bose, Mans, & van der Aalst, 2013; Bose, 

van der Aalst, Žliobaitė, & Pechenizkiy, 2014; Suriadi, Andrews, ter Hofstede, & 

Wynn, 2017). Bose et al. (2013) identify four broad categories of event data issues 

namely: missing, incorrect, imprecise and irrelevant event data. The IEEE Task Force 

on Process Mining (2012) defines event data quality by two dimensions: (1) the level 

of abstraction of the events  and (2) the accuracy of the timestamp in terms of (i) its 

granularity, (ii) directness of registration and (iii) correctness (Andrews, Suriadi, Chun, 

& Poppe, 2018). While the event data quality frameworks as presented by Bose et al. 

(2013) and IEEE Task Force on Process Mining (2012) are useful for classifying and 
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describing the impact of various data quality issues, they do not provide any guidance 

on how to identify or address them. Moreover, methodologies for applying process 

mining in practice, such as the Process Mining Project Methodology (PM2) by van Eck, 

Lu, Leemans, & van der Aalst (2015) or the L* life cycle model by IEEE Task Force 

on Process Mining (2012), only mention the importance of event data quality but do 

not define addressing data quality as an explicit step in their methodologies. Further-

more, research towards systematically addressing event data quality challenges is 

scarce (Andrews et al., 2018). Traditionally, the database field has made use of integrity 

constraints in the form of business rules to enforce data quality. The application of 

business rules is no new topic in the field of computer science as well but has yet to 

find its way in the field of process mining. This research will therefore address the 

following research question: how can event data quality in process mining be system-

atically addressed using a rule-based approach. The remainder of this paper is struc-

tured as follows. In section 2 the research approach will be discussed. In section 3 a 

rule-based approach will be elaborated on and in section 4 a process mining framework 

of the proposed rule-based approach is presented. Section 5 presents the conclusion and 

future work. 

2 Research Approach  

This research will apply a design science approach since it aims to create and evaluate 

an artifact intended to solve an identified organizational problem (Wieringa, 2014), 

namely the need to systematically address event data quality. Two type of artifacts will 

be designed:  

1. Method(s) to identify and solve event data quality issues 

2. A methodology for applying the designed method(s) to address event data quality. 

The requirements for the design artifacts are as follows: the designed artifacts are  

 Systematic 

 Automated 

 General applicable, i.e., domain and system agnostic 

 Transparent, so they can be easily audited.  

 

Lab experiments and case studies using real-life event data will be used to develop and 

validate the designed artifacts. The use of event data from real-life environments to 

design process mining artifacts is something that has not been done extensively. More-

over, using real-life event data will contribute to the applicability of the designed arti-

facts in practice. 

3 A Rule-based Approach to Data Quality 

The relationship between event data quality and process mining results is obvious. 

However, dealing with data quality is often seen as an a priori, laborious activity that 
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requires a lot of manual effort. Research towards a systematic and generalizable ap-

proach in addressing the identified quality issues is scarce. Suriadi et al. (2017) and 

Andrews et al. (2018) are two recent approaches towards systematically identifying and 

addressing event data quality issues. Both papers however recognize the need for fur-

ther research towards systematic approaches. This research will address this research 

gap by focusing on how data quality rules can be systematically applied to repair data 

to improve data quality. 

 

3.1 Rules as a uniform language 

Dependency theory is as old as relational databases themselves. Data dependencies, 

also called integrity rules or data quality rules, provide a uniform logical framework to 

describe and define data quality rules (Fan & Geerts, 2012). Conditional functional de-

pendencies (CFDs) are an extension of the traditional functional dependencies (FDs) 

that make use of patterns of semantically related constants to create stricter rules aimed 

at improving the quality of the data. For example CFD1: ([Country = NL, ZIP =] 

[Street]). In this case CFD1 is an extension of the FD, meaning the combination of 

Country and ZIP uniquely identify Street, that holds on the subset of records that satisfy 

the pattern Country = NL. CFDs allow for rules to be more specifically defined, creat-

ing stricter rules that are able to discover semantic errors. Moreover, these CFDs can 

be applied to repair data in a semi-automatic way by discovering dirty records and sug-

gesting the correct value to a user for inspection before a record update (Fan & Geerts, 

2012). 

3.2 Discovering data quality rules 

Chiang & Miller (2008) demonstrated a decade ago that conditional functional depend-

encies (CFDs) can also be mined from a dataset and subsequently be used as data qual-

ity rules to measure and improve data quality. While CFDs are much used in practice 

for data cleaning, research towards the discovery of CFDs has not been conducted ex-

tensively (Rammelaere & Geerts, 2019). Defining a set of integrity constraints that re-

flect an organization’s business rules and domain semantics is often a very time con-

suming effort in which business experts having knowledge of that domain are exten-

sively consulted. Discovery techniques that can (partially) automate this time consum-

ing effort are thus of added value. Furthermore, domain specific rules may exist in the 

dataset that users are not aware off but can still be useful in enforcing semantic data 

consistency (Chiang & Miller, 2008). Discovery of rules therefore provide a more un-

biased approach in data quality rule definition. However, it must be noted that rule 

discovery techniques cannot guarantee to produce a set that is complete since it is not 

possible to absolutely determine the complete spectrum of possible data issues (Suriadi 

et al., 2017). Therefore, manual validation and refining of the discovered data quality 

rules will still be important. This research will investigate whether tacit process and 

domain knowledge can be formalized by mining CFDs, or other forms of integrity rules, 

from event data in a semi-automatic way, e.g., by mining a set of rules and validating 

them with domain experts. 
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3.3 Multi-level perspective on rules 

While traditional integrity rules are focussed on identifying data issues at a record level 

(i.e., “intra-record”), event data provides a unique data quality challenges because of 

the notion of cases (i.e., a subset of records that define a single process instance). For 

example, identifying missing events in a case requires “inter-record” integrity rules. 

Such rules could be based on business rules that enforce certain process execution (van 

Cruchten & Weigand, 2018). Thus, it is proposed that integrity rules can be defined at 

both the recorded system event and case level. Moreover, if it is required to perform 

transformations on the recorded system events such as semantic labeling (Alves de 

Medeiros et al., 2007), aggregating events (Smirnov, Reijers, & Weske, 2012; Montani, 

Leonardi, Striani, Quaglini, & Cavallini, 2017) or mapping events to a different level 

of abstraction (Baier, Mendling, & Weske, 2014; Tax, Haakma, Sidorova, & Aalst, 

2016), integrity rules could also be defined at the transformed event level. Having in-

tergrity rules at this level enables the measurement of the data quality before and after 

the transformation effort. Thus, a multi-level perspective on integrity rules is proposed 

in which rules can be defined at a system event, event, case and model level as shown 

in Figure 1. 

Fig. 1. Multi-level perspective on integrity rules 

3.4 Rule based data transformation 

When comparing the event as recorded in an information system to the events in a pro-

cess model as defined by the organization, one often faces a difference in level of ab-

straction. Reason for this is that a model is created as an abstract of reality while infor-

mation systems record events at a detailed and finer level of granularity (Baier et al., 

2014). This difference in granularity can lead to misinterpretation of process mining 

results as the discovered process model is less understandable from a business user 

perspective. To bridge the difference in level of granularity the recorded system events 

should be transformed to understandable business events, which will result in more 

understandable process mining results (Jareevongpiboon & Janecek, 2013). Moreover, 

it is argued that event data transformations should be rule-based so that the applied 
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domain logic is more transparent and thus auditable, so that the quality and integrity of 

the transformed data can be guaranteed (van Cruchten & Weigand, 2018). Rule-based 

data transformation has not been researched extensively (Claes & Poels, 2014; 

Leonardi, Striani, Quaglini, Cavallini, & Montani, 2018; van Cruchten & Weigand, 

2018; Suriadi et al., 2017;). Claes & Poels (2014) apply rules in merging inter-organi-

zational event logs and the notion of rule- and ontology-based transformation is also 

proposed by (Leonardi et al., 2018). Previous work by van Cruchten & Weigand (2018) 

has successfully demonstrated rules can be used for both cleaning data as well as trans-

forming process “unaware” data (i.e., data that is not stored with the intentional goal of 

process logging) to a higher level of abstraction. 

4 Revised Process Mining Framework 

Storing the discovered and/or defined rules in a repository will facilitate that these rules 

can be used in a systematic approach to various event log preparation activities (e.g., 

cleaning, transformation, abstraction) regardless of the type of data analysis to be per-

formed (Suriadi et al., 2017). Thus, it is proposed that the well-known process mining 

positioning framework by van der Aalst (2011) is to be extended with a rule-repository 

as shown in Figure 2.  

Fig. 2. Positioning and extension of the three main types of process mining: discovery, con-

formance and enhancement. Adapted from Process Mining: Discovery, Conformance and En-

hancement of Business Processes, by W.M.P. van der Aalst, 2011 (p.9) 

 

This rule repository could also serve as a conformance checking mechanism that ex-

presses the compliance of the process from a data perspective rather than a control-flow 

perspective. Or put differently, compliance as a process mining goal should be seen as 

a multi-level concept, in which the control-flow perspective is the highest level. The 

added value of compliance checking at the event data level is that no data is left out of 
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the analysis (i.e., data of “bad” quality is also considered in the compliance analysis). 

It therefore provides more complete and empirical evidence for compliance, which is 

important if one is to apply process mining in for example auditing (Caron, Vanthienen, 

& Baesens, 2013).  Figure 2 can thus be regarded as the outline of a framework for the 

application of a systematic, rule-based approach to event data quality improvement and 

compliance checking. Moreover, the existing PM2 project methodology by van Eck, 

Lu, Leemans, & van der Aalst (2015) will be revised to incorporate more specific data 

preparation steps to provide process mining practitioners with more guidance on this 

topic. 

5 Conclusion 

This research proposes a novel systematic, rule-based approach to address event data 

quality. Specifically, qualitative data cleaning techniques will be investigated to see if 

data quality rules can be mined from event data and subsequently be applied to measure 

and improve event data quality. Furthermore, method(s) to apply rules in data transfor-

mation will be designed, to create a more transparent and auditable data preparation 

approach. The application of rules in expressing compliance from an event data per-

spective will be investigated as well, along with a framework that defines the activities 

to apply such a rule-based approach to data quality in practice. 
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