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Abstract  
The block chain is a shared public ledger on which the entire Bitcoin network relies. All 

established transactions are contained within block chain. Bitcoin wallets to calculate their 

spendable balance is allowed. New transactions can be verified thereby ensuring. They are 

essentially owned by the spender. The integrity and the chronological order of the block chain 

are enforced with cryptography. A transaction is a transfer of value between Bitcoin wallets 

that gets included in the block chain. Bitcoin wallets keep a secret piece of data called private 

key, which is used to sign transactions, providing a mathematical proof that they have come 

from the owner of the wallet. The signature also prevents the transaction from being altered by 

anybody once it has been issued. 
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1. Introduction 

All transactions are broadcast to the network and usually begin to be confirmed within 10 to 20 

minutes, through a process called “mining”. Mining is a distributed consensus system that is used to 

confirm pending transactions by including them in the block chain. It enforces a chronological order in 

the block chain, protects the neutrality of the network, and allows different computers to agree on the 

state of the system. Mining also creates the equivalent of a competitive lottery that prevents any 

individual from simply adding new blocks consecutively to the block chain [1-4].  

There are several reasons why there is a queue created. First, as already mentioned above, there 

exists a block mining time limitation. This means that it takes approximately ten minutes for every 

block to be created. There is also a block size limitation, which means that every block can only contain 

a limited number of transactions depending on the size of the transactions within the block.  

These two limitation factors lead to an average amount of three to seven transactions per second. 

This means that if users were theoretically distributed in a way, that they would perform only three to 

seven transactions per second, no queue would be created. However, the amount of transactions exceeds 

the bottleneck of the bitcoin system. 

Another factor is the so-called “pay-to-win”-system. This is a system [5] in which transactions with 

higher transaction cost are processed almost instantly while those with lower transaction cost get to the 

queue depending on the transaction fee paid. Transactions with a fee that is too low get declined by the 

system after some time. 

The following figure describes in the process in more detail. 
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Figure 1: A blockchain queueing system 

 

The above figure shows such a blockchain queuing system [6-9]. There are several factors that need 

to be discussed. There is an arrival process in which transactions arrive at the blockchain system 

according to a Poisson process with arrival rate λ. Each transaction must first enter and queue at a 

waiting room of infinite size. This is the first stage of service called “block generation” [10]. 

Subsequently, the block with this transaction is built into the blockchain. This is the second stage of 

service called “blockchain building”. Therefore, the mining process of transactions include two stages 

of batch services. 

In the blockchain system, we assume that the block-generation times in the first stage are i.i.d and 

exponential with service rate μ2, the blockchain-building times [11] in the second stage are i.i.d and 

exponential with the service rate μ1. 

The block-generation discipline means that a block can consist of several transactions. The maximus 

is b transactions.  

A maximum block size is limited in order to avoid spam attack. 

2. Comparison of M/M/1-Models and M/G/1-Models 

First, a distinction between M/M/1-models and M/G/1-models is made, as this is significant for 

further calculations. The simple M/M/1-models were usually used in the course; however, this model 

type cannot be applied for Bitcoins transactions. 

A M/M/1-model [12] is one in which both, the inter-arrival time and the service time are 

exponentially distributed. However, in a M/G/1-model only the inter-arrival time is exponentially 

distributed and the service time is generally distributed. This means that it is a given distribution.  

For the scalability of Bitcoins transactions this distinction is crucial as the transactions are processed 

in blocks and the service time is given by 10 minutes and one block has a size of 1 megabyte. The 10 

minutes are stated by Bitcoins. The reason for this is that the miners need to solve mathematical 

examples [13-16] to be able to add a new block to the blockchain. The creators of the examples of 

Bitcoins set the mathematics problems in a way that it always takes approximately 10 minutes to solve 

it. It is not exactly 10 minutes but the deviation here is very low, so we can assume that the 10 minutes 

are almost steady. And new blocks need to be created in order to make sure, that the blockchain [17, 

18] keeps growing, as a steady growth ensures that manipulations are kept to a very low level. 

3. Queuing Analysis 

All the input data needed for queuing analysis was retrieved from www.blockchain.com. The 

website provides real data on bitcoin. The time frame observed was the week between 29th of October 

2018 to the 4th of November 2018. 

http://www.blockchain.com/


3.1. Calculations – Formula Inputs 

Arrival Rate (λ) 

First, the input data for the formulas must be generated. For the arrival rate λ, the average incoming 

transaction requests per second of every day in the respective week were retrieved. Then, the average 

incoming transaction requests per second were calculated. This number stays the same for both a block 

size of 1 MB (standard case) and 5 MB (optimization case). 

 
Table 1 
Average Incoming Transaction Requests per Second 

Date Average incoming transaction requests per second  

29.10.2018 2,1670 

30.10.2018 2,6500 

31.10.2018 2,4330 

01.11.2018 3,1670 

02.11.2018 2,6670 

03.11.2018 4,0500 

04.11.2018 2,6170 

Sum 19,7510 

Average (arrival rate λ) 2,8216 

Service Rate (μ) 

To get to the service rate μ, we needed to define the service time first. We defined the service time 

as the average block mining time. The bitcoin system acts a batch service system, processing on batch 

roughly every ten minutes, when a new block is mined and added to the blockchain. One block contains 

up to 2020 transactions (1 MB block size) or 10101 transactions (5 MB block size). 

To simplify, we took 2020 and 10101 transactions as fix input parameters. The average block mining 

time was also retrieved from real data:  

 
Table 2 
Average Block Mining Time in Min (Service Time) 

Date Average Block Mining Time in min (service time) 

29.10.2018 9,8630 

30.10.2018 9,3510 

31.10.2018 8,8340 

01.11.2018 9,3510 

02.11.2018 10,0700 

03.11.2018 8,9440 

04.11.2018 11,7070 

Sum 68,1200 

Average 9,7314 

Maximum 11,7070 

Minimum 8,8340 

 

The formula for the service rate is 



μ =  
1

(𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑇𝑖𝑚𝑒)
 

As the average block mining time was retrieved in minutes, but the time unit of our calculations was 

seconds, we needed to multiply the average block mining time (min) by 60: 

𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑇𝑖𝑚𝑒(𝑠𝑒𝑐) 𝑝𝑒𝑟 𝐵𝑙𝑜𝑐𝑘 = 𝐴𝑣𝑒𝑟𝑎𝑔𝑒 𝐵𝑙𝑜𝑐𝑘 𝑀𝑖𝑛𝑖𝑛𝑔 𝑇𝑖𝑚𝑒 (𝑚𝑖𝑛) ∗ 60 

𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑇𝑖𝑚𝑒(𝑠𝑒𝑐) 𝑝𝑒𝑟 𝐵𝑙𝑜𝑐𝑘 = 9,7314 ∗ 60 = 583,8857 

Next, we needed to calculate the service time(sec) for one transaction for the two scenarios of a 

block size of 1 MB (standard-case) and 5 MB (optimization case). For this reason, we divided the 

Service Time(sec) per Block by the number of transactions one block contains: 

𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑇𝑖𝑚𝑒(sec) =  
𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑇𝑖𝑚𝑒(sec)𝑝𝑒𝑟 𝐵𝑙𝑜𝑐𝑘

𝑁𝑢𝑚𝑏𝑒𝑟 𝑜𝑓 𝑇𝑟𝑎𝑛𝑠𝑎𝑐𝑡𝑖𝑜𝑛𝑠 𝑝𝑒𝑟 𝐵𝑙𝑜𝑐𝑘
 

Block Size 1 MB: 

𝑺𝒆𝒓𝒗𝒊𝒄𝒆 𝑻𝒊𝒎𝒆(𝒔𝒆𝒄) =  
583,8857 𝑠𝑒𝑐

2020 𝑡𝑟𝑎𝑛𝑠𝑎𝑐𝑡𝑖𝑜𝑛𝑠
= 0,28905233 

Block Size 5 MB: 

𝑺𝒆𝒓𝒗𝒊𝒄𝒆 𝑻𝒊𝒎𝒆(𝒔𝒆𝒄) =  
583,8857 𝑠𝑒𝑐

10101 𝑡𝑟𝑎𝑛𝑠𝑎𝑐𝑡𝑖𝑜𝑛𝑠
= 0,05780474 

Now the Service Rate μ could be calculated: 

Block Size 1 MB: 

μ =  
1

(0,28905233)
= 𝟑, 𝟒𝟓𝟗𝟓𝟖𝟏𝟏𝟑 

Block Size 5 MB: 

μ =  
1

(0,05780474)
= 𝟏𝟕, 𝟐𝟗𝟗𝟔𝟏𝟖𝟑 

Variance of Service Time (σ²s) 

Next, the variance of Service Time (sec) needed to be calculated. The respective formula is: 

𝜎2𝑠 =
(max 𝑠𝑒𝑟𝑣𝑖𝑐𝑒 𝑡𝑖𝑚𝑒 − min 𝑠𝑒𝑟𝑣𝑖𝑐𝑒 𝑡𝑖𝑚𝑒)²

12
∗ 60 

Using the data from table 2: 

𝜎2𝑠 =
(11,707 − 8,834)²

12
∗ 60 = 14,3650 

Utilization of the server (p) 

The last input parameter is the utilization of the server p: 

 



Block Size 1 MB: 

𝑝 =  
λ

μ
=  

2,8216

3,4596
= 0,8156 

Block Size 1 MB: 

𝑝 =  
λ

μ
=  

2,8216

17,2996
= 0,1631 

3.2. Calculations – Block Size of 1 MB 

Table 3 shows the results of the calculations for a block size of 1 MB: 

 
Table 3 
Calculations - Block Size of 1 MB 

 

Standard Block Size (1 MB) Formula Calculation - Block 
Size 1 MB 

  

Observed 
Result 

 
Number in the Queue 

 

4455,90 4652,29 

 
Wait in the Queue 

 

1579,23 9,51 

 
Wait in the System 

 

1579,52 9,73 

 
Number in the System 
  

 

4456,72   

Proportion of time server is idle 
 

0,1844   

 

While the result for the number in the queue (4455,90 transactions) pretty much hits the observed 

result (4652,29 transactions) of customers in the queue (MemPool Transactions), the results for the wait 

in the queue and wait in the system aren’t that good. One possible reason is the fact that bitcoin is a 

batch system that processes a batch of 2020 (1 MB block size) every 10 minutes. Our model does not 

really reflect this batch system. Also, the processing order is not only dependent on the time of the 

transaction request. Other factors, like the transaction fee offered to the minors and the transaction size 

play an important role when it is decided if a transaction is added to a block. Further, not every 

transaction is even added to a block, even the block is still “open” (mining not finished). To sum up, 

our model is too simple for the real-world complexity of bitcoin. 

3.3. Calculations – Block Size of 5 MB 

Table 4 shows the implications for the input parameters when increasing the block size to 5 MB. 

The increasement allows more transactions to be placed in one block. Each block now can contain, 

instead of 2020 transactions, up to 10101 transaction. As the calculations in 3.2 Calculations- Formula 

Inputs show, this leads to a dramatically increase of the service rate from 3,4596 to 17,2996. As a 

result, the utilization of the server decreases from 0,8156 to 0,1631. 



 
Table 4 
Comparing Input Data for 1 MB and 5 MB Blocks 

 

  Input Data (Blocksize 1 MB) Input Data (Blocksize 5 MB) 

λ (arrival rate) 2,8216 2,8216 

μ (service rate) 3,4596 17,2996 

Transactions (tx) / Block 2020 10101 

σ²s (variance of service time) 14,3650 14,3650 

p (utilization of the server) 0,8156 0,1631 

 

Using this newly generated input data in our model leads to the following results: 

Table 5 
Calculations - Block Size of 5 MB 
 

Increased Block Size 

(5 MB) 

Formula Calculated Result 

  

Number in the Queue 

 

981,51 tx 

 

  

Wait in the Queue 

 

347,86 sec 5,80 min 

Wait in the System 

 

347,92 sec 5,80 min 

Number in the System 

 

981,68 tx 

 

  

Proportion of time 
server is idle 

 

0,8369       

3.4. Comparison – 1 MB vs 5 MB Block Size 

When comparing the Transactions in the queue for a block size of 1 MB vs the block size of 5 MB, 

a massive improvement can be observed (Figure 2). Due to the increased amount of transactions in each 

block, the Transactions in the Queue (𝐿𝑞) grow slower with increasing arrival rate for a block size 
of 5 MB. The improvement becomes visible at a λ of approximately 1,8 and becomes larger from 
there on. Nevertheless, it has to mentioned that our improvement only leads to a shift of the curve 
and does not eliminate the queuing problem entirely. Also, it has to be mentioned that an 
increasement of the blocksize by the factor 5 eventually leads to a larger blockchain. The current 
bitcoin blockchain has a size of approximately 200 GB. Increasing the block size to 5 Megabyte 
would mean a blockchain of approximately 1000 GB. This could lead to problems, as the entire 
blockchain is stored on every participant’s personal computer. Not every participant has 1000 
GB of free storage available. 



 

Figure 2: Comparing Queue Development of 1 MB and 5 MB Blocks 

4. Future Optimization 

In this chapter we want to show which possibilities exist in the real world for future optimizations 

in the Bitcoin network. Fork mostly means a kind of software upgrade or update which is done in such 

a way that it can be backward compatible or cannot be backward compatible. Forks produce a different 

version of the blockchain, leaving two blockchains to run simultaneously on different parts of the 

network. In the realm of cryptocurrencies or blockchains, there are mainly two types of forks [19, 20]: 

Soft forks and hard forks. The Bitcoin protocol itself has not undergone a non-contentious hard fork yet 

but it has undergone many contentious hard forks like Bitcoin Cash.  

The example of Bitcoin Cash hard fork: 

The difference from the original Bitcoin is that there is a higher transaction speed due to a block size 

increase from 1 to 5 MB. This means also that it is less decentralized. So, the question is what actually 

happened. After the Hard Fork, Bitcoin Cash became a new, separate currency. Everyone who had 

Bitcoins before the hard fork received the same amount in his Bitcoin Cash wallet. This was on 1st 

August 2017. Hard forks are a feasible way of updating the rules of cryptocurrencies and Bitcoin in 

particular, so it is definitely a way to upgrade the Bitcoin Network. 
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