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Abstract In this paper, we introduce the architecture used for our PAN@CLEF-
2019 author profiling participation. In this task, we had to predict if the author
of 100 tweets was a bot, a female human, or a male human user. This task is
proposed from a multilingual perspective, for English and Spanish. We handled
this task in two steps, using different feature extraction techniques and machine
learning algorithms. In the first step, we used random forest classifier with dif-
ferent features in order to predict if the users were bots or humans. In the second
step, we recovered all the users predicted as humans. We then used a 2-layers
architecture to predict the gender of the users detected as humans.

1 Introduction

Nowadays, the need for author profiling is growing as people share more and more
content on the internet, especially on social networks. The profiling task is useful for
several domains, such as security and forensics, marketing, target advertising, politics,
etc. A lot of information can be recovered via the content shared by the users such as
their gender, age, affiliation, etc.

Author profiling from tweets has been introduced by the PAN annual challenge
since 2013 [20,18,16,22,21,19]. However, until now, the prediction was based only on
human tweets, with an aim to predict some of their characteristics (age, gender, lan-
guage variety, etc.), while this year, bots appear on the scene. Another difference to the
previous challenges is the absence of the images attached to the tweets. The goal of the
2019 PAN author profiling shared task is to investigate whether the author of a Twitter
feed is a bot or a human. Furthermore, in case of a human user, the goal is to predict the
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gender of the author, in two different languages: English and Spanish. In this paper, we
will describe our approach to achieve that goal.

The reminder of the paper is structured as follows. Section 2 introduces state of the
art corresponding to author profiling. In section 3, we present consecutively the overall
architecture of our approach, the methods of bot detection, and gender prediction 1. In
section 4, we present the results. Finally, in section 5, we come to a conclusion and
discuss future steps.

2 Related Work

2.1 Bot Detection

A social media bot is a piece of software used to automatically generate messages,
reply to messages, or to share particular hashtags, act as a follower of users, and as
a fake account to gain followers itself. Varol et al. [26] have estimated that 9-15%
of Twitter accounts may be bots. Twitter bots are a well-known example of how fake
social media accounts can create convincing online personas capable of influencing
real people on cultural and political topics. The first signs of this appeared during the
2016 U.S. election where the Russian government apparently leveraged bots to spread
divisive messaging. Other governments, enterprises and groups use this technique as
well. Although social bots are made to appear as if they were human accounts, it is
still possible to identify them as bots based on their profile i.e. the user name, profile
photo, time of posting and other meta-data. This information has been used efficiently
to identify bots during the 2017 French elections [8]. However, the challenge this year
is to detect bots only from textual data and not from the entirety of meta-data.

A.H. Wang [27] proposed to detect bots based on the number of friends, the number
of followers, and the follower ratio of a user alongside the number of tweets containing
HTTP links and the number of replies/mentions from the last 20 tweets of a user.

Ferrara et al. [9] used numerous features grouped in five different classes to detect
bots. Varol et al. [26] expended the available features and grouped them in six different
classes in the BotOrNot (now called Botometer) framework. The number of features
available also increased in 2018 [29]. Although not all features identified by Varol et al.
are relevant to the PAN challenge, sentiment and content related features can be used
to detect bots with good accuracy. To the best of our knowledge, there are no previous
works studying bot detection based on textual information only In another paper, Fer-
rara also showed that similar accuracy can be achieved when only user meta-data are
used [8].

2.2 Gender Prediction

The relationship between personal traits and the use of language has been widely stud-
ied by Pennebaker[14] in the psycholinguistic research field. He showed how the usage
of language varies depending on personal traits. For example, he found out that, at least

1 Our code is available here: https://github.com/rgoubin/participation_author_profiling



in English, women use negations or talk in first person more than men, because they are
more "self-conscious", whereas men use more prepositions in order to describe their
environment, i.e. they speak about "concrete things" more. These finding are the ba-
sis of LIWC (Linguistic Inquiry and Word Count) [25] that is one of the most often
used tools in author profiling. Pioneering research in gender profiling such as Argamon
et al. [1], Burger et al. [4] and Schler et al. [24] focused mainly on formal texts and
blogs, reporting accuracies in range of 75%-80% in most cases, as mentioned in the last
PAN overview [19]. However, most recent investigations focus on social media such as
Facebook and Twitter, where we have to think about handling short phrases, with many
potential typos, less formal and more spontaneous language.

Most recent studies use features such as sequence of words and characters (unigram,
bigrams and n-gram), and submit them to an SVM classifier, reporting an average ac-
curacy of 75%-82% according to the last PAN edition [19].

In the 2017 edition of this challenge, the winners, Basile et al. [2], reached an accu-
racy of 0,8253 on gender, all languages (Arabic, English and Spanish) combined. They
used a single SVM classifier and character 3- to 5- grams and word 1- to 2- grams with
Tf-idf where tf is replaced by (1 + log(tf)) as features.

In 2017, another team of the PAN authors profiling task, Kheng and al. [12], had a
different approach. After several experiments, they removed stop-words in English and
Arabic, used a Tf-idf model based on 1- and 2-gram model and trained these features
on a Naive Bayes Classifier.

Daneshvar et al. [6] used only text during the 2018 edition of the PAN author profil-
ing task. They reached the first place on text classification and an overall second place
with a general accuracy of 0,8170.

In 2018, Ciccone et al. [5] based their research on the previous work of Kheng et al.
[12] in order to improve it and construct an efficient text classifier. They performed ap-
proximately the same preprocessing steps, and also used the n-grams and Tf-idf model.
Furthermore, they took into consideration the experiments done by Kheng in his master
thesis [11] (he was able to improve his results and finally got an f-score of approxi-
mately 0,8 in 10-fold cross-validation) and obtained an overall accuracy of 0,7981 on
texts, while Kheng et al. obtained an accuracy of 0,7002.

We based our work on the methods of Ciccone et al. [5]. We reproduced and im-
proved their text model by integrating their set of features in a more complex architec-
ture.

3 Our Approach

The classification part of our architecture consists of two steps. The first step classifies
each user as a human or as a bot. After that, the users classified as humans are re-
classified according to their gender. Figure 1 shows the overall architecture.

3.1 Bot Detection

For bot detection, our approach followed a classical pipeline. First of all, in the pre-
processing phase, we choose for both languages to remove repeating characters occur-



Figure 1: Schema of the overall architecture

ing more than three times in order to recover the real word. The text is also tokenized
with NLTK’s TweetTokenizer [3].

After pre-processing the tweets, we choose to use the features extracted in the work
of Varol et al. [26] in addition to other features based on our personal observations of
the dataset.

As we mentioned in the last section, the work of Varol et al. extracts numerous
groups of features. We used only the ones based on the tweet text. These features are:
word entropy, the ratio of tweets that contain emojis, and Part-of-Speech (POS) distri-
bution. We used these features for the early bird submission.

Emojis are an important part of communication in Twitter, and they are used by bots
and humans alike. However, they are not always used in the same way. For example,
some bots only use emojis to communicate. Based on this observation, we choose to
consider the ratio of tweets that contain emojis as a feature for a user, but we also
choose to consider the number of emojis used in a tweet.

We were able to test our system during the early bird evaluation phase of this chal-
lenge, the results were quite good for English but unfortunately, for Spanish, we ob-
served a gap between the model efficiency on the training dataset compared to the test
dataset used by the early bird evaluation. That is why we thought about adding new
features to the Spanish bot detection subtask.

To improve the result in the early bird, we have analyzed a sample of the dataset.
We then identify some potential features to extract:



– Average number of words by tweet
– Average of the tweets’ lengths for one user
– The standard deviation of the number of words
– Number of URLs
– Number of Hashtags
– Number of user mentions
– Percentage of uppercase letters
– Number of emojis
– Number of first person used
– Number of pronouns used
– Number of negations used

After running a feature selector (Shapley value based one) on these features, we choose
to retain for bot classification for both languages:

– Average number of words per tweet
– Number of URLs
– Number of Hashtags
– Number of emojis
– The standard deviation of the number of words

In order to check the usefulness of these features, we tried to classify the dataset
using these features alone. We achieved an accuracy of around 80% on both languages
which supports our choice to use them afterward.

We choose to perform sentiment analysis on the tweets. For this purpose, we added
more pre-processing steps for Spanish texts. We choose also to use DAL (Dictionary of
Affect in Language), which is an instrument designed to measure the emotional mean-
ing of words and texts. It does this by comparing individual words to a word list of
8742 words which have been rated by people for their activation, evaluation, and im-
agery. This concept was introduced by Whissell et al. [28] in 1986 for the English
language. Later on, in 2013, a Spanish Dictionary for Affect in Language was produced
by MDA Ríos [7]. Since we use DAL for Spanish tweets, we must be positive that we
can find most of the words inside tweets using DAL. Moreover, when writing text, peo-
ple tend to follow grammar rules. Therefore, we also apply stemming on Spanish words
using NLTK’s Snowball Stemmer [3]. This DAL includes the pleasantness, activation
and imagery of around 2500 Spanish words [10] . For each tweet of an author, we rate
his pleasantness, activation and imagery according to this DAL. The use of these fea-
tures did not seem to improve the accuracy on the training data by much (around 0.2%).
Therefore, we did not extract these features for the English set.

In order to train a classifier to identify bots, we perform 10-fold cross-validation
on the classifier. After some testing on different classifiers we choose to use Random
Forest Classifier from which we witness the best overall performances. We implement
this classifier using the Sklearn Random Forest with 100 estimators.

On the final submission we use the following features for bot classification:

– Average number of words by tweet
– Number of URLs



– Number of Hashtags
– Number of Emojis
– The standard deviation of the number of words
– Word entropy
– Emojis ratio in the tweets
– Part-of-Speech (POS) tagging distribution
– Sentiment analysis (For Spanish)

3.2 Gender Prediction

The gender prediction is based on a 2-layer architecture. We distinguish between two
types of classifiers:

– Low classifiers, which transform features into prediction
– Meta classifier, which takes as input the prediction of the low classifier and makes

its own prediction

We use different classifiers provided by the sklearn library [13]. Figure 2 shows
the architecture of this part. Each component of this architecture is described in the
subsection below.

Low Classifiers The Tf-idf classifier is based on the work of Ciccone et al. [5]. The
first task is the pre-processing. Twitter’s data has to be cleaned, as users often make
typos, use a lot of emojis, repeat characters to express happiness or anger, use upper
cases in a different way than in classic texts. Thus, we proceed with different cleaning
steps to remove the noise caused by the particularities of tweets and thus, create more
useful features.

First of all, we remove repeating characters occurring more than three times. For
instance, we transform "I’m really happyyyyyyyyyy" into "I’m really happy". The pur-
pose was to recover the real word, since we did not want to create a vocabulary with the
same word written in different way.

We remove the punctuation, URLs and user mentions. We also remove stop words
but keep some of them with a transformation. Thus, we transform any used pronoun ex-
cept the first person into ’<pronoun>’, while the first person pronouns into ’<first_person>’
and the negation sign into ’<negation>’. This last pre-processing step, in which the fo-
cus is on the fact that both genders do not write in the same manner, is based on the
work of Pennebaker and associates [14].

Finally, for English texts, we remove the plural endings, such as the final -s from
nouns, taking into account all other possibilities and exceptions in plural formation in
the English language [23]. We then tokenize the text using the TweetTokeniser of NLTK
[3]. As features, we kept the Tf-idf model, based on 1- and 2- word n-grams. We tried
different classifiers and datasets to set up the final classifier. We tried to train an SVM
and a Bagging Classifier with both 2019 and 2018 training datasets.

We realized that the two datasets are very different. It seems that the 2019 training
dataset is really specific and works only on itself. On the other hand, the 2018 dataset
seemed to be very complete and the classifier trained on it had good results on both



Figure 2: Schema of the gender prediction architecture

datasets. To perform our experiments, we ran our classifier on the 2018 test dataset and
2019 dev split provided by PAN organizers. As we did not know if the test dataset was
going to be closer to the 2018 or the 2019 training dataset, we trained an SVM on both
datasets. We use a LinearSVC (from sklearn library) with a maximum of 500 iterations.



Potential Features Used Features
English Spanish

Generic

Average number of words by tweet X X
Average of the tweet lengths X X

Number of URLs X X
Number of Hashtags X X

Number of user mentions X X
Number of emojis X X

Emoji ratio in the tweets
Word entropy X X

Percentage of uppercase letters
The standard deviation of the number of words X

Specific
Number of first person used X
Number of pronouns used X
Number of negations used X X

Table 1: List of potential and used features in both languages

As a consequence, our Tf-idf model combined the completeness of the 2018 training
dataset and the particularities of the 2019 one.

Bagging classifier is, in some cases, useful in order to avoid over-fitting or to im-
prove the accuracy. We choose to implement an architecture of 10 SVMs, with the same
parameters we used so far. As bagging didn’t provide us with significant improvement,
and, in several experiments, it decreased the results, we chose to keep only SVM in the
architecture.

We expend the architecture defined last year by Ciccone et al. Indeed, we considered
other features to predict the user’s gender.

The specific (language dependant) and generic features (not related to the language)
classifiers recover different features from the text in order to improve the prediction pro-
vided by the Tf-idf classifier. We did not make any preprocessing in order to recover
generic features, as it would have modified the features. However, we made one prepro-
cessing step to recover specific features: we removed the punctuation marks. It prevents
some typos like "It is our.s" where "our.s" would have been an undetected pronoun.
Obviously, we did not remove apostrophes as we wanted to detect all the negation such
as "don’t" or "wouldn’t". We ran a feature selector (Shapley value based one) on these
features to only keep the most useful and accurate ones. In the table 1, we sum up the
features we extracted and the selected features per language.

We trained this classifier on 70% of the dataset. On the last 30%, it reached an
accuracy of 0,7032 in Spanish and 0,7081 in English. We tried different classifiers on
these features. The best performance was reached by a Random Forest classifier. We
use the Sklearn implementation with 100 estimators. For the other parameters, we kept
the default values defined by Sklearn.



English Spanish
Bot Gender Bot Gender

0.9356 0.8295 0.7444 0.6667

Table 2: Accuracy obtained on the early bird submission

English Spanish
Bot Gender Bot Gender

0.9034 0.8333 0.8678 0.7917

Table 3: Accuracy obtained on the final submission

Meta classifier The meta classifier is a simple SVM classifier which takes a few fea-
tures as input. The Spanish meta classifier uses the prediction of the Tf-idf classifier
and the generic and specific feature classifiers, while the English meta classifier uses
the prediction of the Tf-idf classifier and the generic and specific features.

The meta classifiers are trained with 30% of the dataset. To assess this relevance, we
train it with 10-fold cross-validation. As the training sets were small (620 human users
for the English, 460 human users for Spanish), we essentially focused on the average
accuracy of the 10-fold. Then, we trained both classifiers with all the humans contained
in dev splits.

We used a meta classifier for two reasons. We needed an "arbitrator" in order to
determine a final prediction according to both low classifier predictions. Besides, it
improves the accuracy obtained by the low classifiers. Indeed, the meta classifier tries
to trust the low classifier according to their relevance and gives some importance to
each classifier to take advantage of both ones.

4 Results

In this section, we compare the results we obtained against our early bird results.

Bot Improvement We have added features to our English bot classifier used for the
early bird submission system. These features have slightly improved our results on the
training data but do not seem to improve our results on the final submission and might
have worsened the results. On the other hand, the modifications on Spanish have greatly
increased our results. The early bird and the final submission datasets are not the same
so we cannot draw conclusions before further testing.

Gender Improvement For the gender, we cannot consider the absolute accuracy, as it
is totally dependant on the bot detection accuracy. As a consequence, we chose to deter-
mine our progress by considering the percentage of accuracy lost, using the following
formula:



English Spanish
Early bird submission 0.8866 0.8960

Final submission 0.9224 0.9123

Table 4: Relative gender accuracy per submission

relative_gender_accuracy =
gender_accuracy
type_accuracy

For both submissions, the relative gender accuracy is shown in table 4. In this ta-
ble, it can be seen that we improved the relative accuracy. Obviously, the differences
between bot detection accuracy and gender accuracy are caused by bad classification
of human gender. Thus, the results can be influenced by a huge proportion of bots in
gender accuracy. Nevertheless, as the improvement is over 3.5% in English and over
1.5% in Spanish, we can say with confidence that our modification had a good impact
on gender prediction.

Consequently, we suppose the feature selector allowed better results. This supposi-
tion means some extracted features confused our classifier and could be considered as
noise. Furthermore, it seems that the training with both 2018 and 2019 datasets was a
good choice.

It is difficult to give an overall conclusion to the gender results. Indeed, the accuracy
obtained on human detection is completely hidden. The comparison with the state-of-
the-art [6] is not possible.

5 Conclusion and Future Work

In this paper, we introduced our architecture for the author profiling shared task, pro-
posed by the PAN @CLEF challenge.

For bot detection we based our approach on the work of Varol et al. [26]. As we only
have tweet text as data, we were only able to extract some of the features proposed and
thus, we identified other potential features and we chose to add some of these features
to our classifier.

For the gender prediction, we implemented a 2-layers architecture. We based our
work on the solution of Ciccone et al.[5]. Nevertheless, we improved this solution by
integrating it into a more complex architecture. We took advantages of features not used
by the classifier based on Tf-idf.

We also presented our results and the improvement we obtained in both early bird
and final submissions we have made.

As future work, we would like to improve our results and be close (or better than)
the state-of-the-art of the challenge. Notably, we plan to integrate other features in the
gender part, such as features based on pre-trained word embedding models.
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