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Abstract
As the Internet of Things (IoT) continues to spread, emerging technologies provide devices with various
autonomous capabilities that enable them to assist their users in a multitude of activities throughout
their daily lives. Despite this, it is still unclear what the role of autonomy should be in this context,
as limited academic research has been conducted on such a topic. This study tries to fill this research
gap, by proposing a possible solution on how IoT devices may act in order to develop and regulate their
autonomy, in relation to the specific user they interface with. After introducing a theoretical framework,
we considered a possible implementation in a simulation context, showing how the proposed approach
works.
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1. Introduction

In recent years, the concept of autonomy has played an increasingly important role in the
context of the Internet of Things (IoT). As a matter of fact, IoT devices must be autonomous as
well as cooperative in order to autonomously coordinate cooperative actions towards meeting
common high-level goals [1]. Such autonomy allows them to improve their capability to sense,
think, and act when executing tasks [2, 3].

Of course, the autonomy of the devices must always and in any case be confronted with the
needs and availability of users. In this connection, Miranda and colleagues [4] introduced in
their work the concept of Internet of People (IoP) claiming that, given the increasingly important
role of technology in our daily lives, we as users should be put at the center of such systems.
They stress the fact that IoT systems must be able to adapt to the user, taking people’s context
into account and avoiding user intervention as much as possible. In a similar way, Ashraf [5]
talks about autonomy in the Internet of things, with the aim of arguing that in this context it is
necessary to minimize user intervention. Nonetheless, research in this context is still scarce
and the concept of autonomy has not yet been given all the attention it deserves [6]. There
is still a gap in the literature regarding a comprehensive model that explains how IoT device
should use and develop their autonomy in the relationship with the user.
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Of course, there may be several approaches to address this problem. In this work, we focus
our attention on a particular solution. Specifically, we take into account the fact that the devices
possess a certain autonomy of execution, which determines the resources they need to perform
in a certain way: internal/external resources, request for collaboration of other agents etc. In
this sense, the more autonomous a device is, the less additional resources it needs to use. On
the one hand, the performance of the devices is closely linked to this concept, so in some levels
the devices can offer better results than others. On the other hand, the user may be more or
less willing to grant the use of specific resources, thus desiring the execution of tasks at specific
levels of autonomy.

Our idea is that devices can use their autonomy of decision as an opportunity to determine
the best way to perform the task assigned to them, i.e. autonomously changing their level of
execution. This ability requires various potentialities for our smart devices: i) to be able to
manage its own different degrees of autonomy of execution in the interaction with the user; ii)
to be able to evaluate and adapt, in each interaction, the right degree of autonomy of execution
to carry out the task; iii) to know how to evaluate its own ability to act in the various degrees
of autonomy of execution.

Therefore, within this article, we propose a framework analyzing the interaction between
user and IoT device based on the concept of autonomy, in its different shapes. Specifically,
we will investigate two different forms of autonomy: that of execution, which identifies what
agents are able to do and what they are authorized to do; that of decision, or the degree of
autonomy that agents have in determining their own autonomy of execution. By engaging
in this exploration, this paper constitutes a step toward the study of the human-IoT systems
interaction.

2. State of the art

While the fundamental role of autonomy has been clearly identified in the literature, there are
few implementation solutions that have concretely given it a key role in the interaction with
human users.

As a first example, in the HRI domain, the authors of Optimo [7] proposed a system capable
of perceiving how much the user trusts the device and then adapting its behaviors dynamically,
to actively seek greater trust and greater efficiency within future collaborations.

In the IoT domain, we introduced a model for user’s acceptance [8], in which devices evaluated
how much the user trusts them, in order to perform tasks with an adequate level of autonomy.

Hu and colleagues [9] conducted an experimental study to investigate the role of artificial
autonomy by dividing it into three types of autonomy in terms of task primitives: sensing,
thought, and action autonomy. In particular, the authors investigate how these dimensions affect
the perception that users have of artificial devices (in terms of competence and motivation), in
order to explain how these affect the willingness to use the devices themselves.

Recently, the authors of [1] introduced the concept of autonomy in large‐scale IoT ecosystems,
by making use of cognitive adaptive approaches.

Furthermore, Sifakis [10] states that IoT is a great opportunity to reinvigorate computing
by focusing on autonomous system design. His idea is to compensate the lack of human



intervention by introducing adaptive control.
Within this work, our efforts focus on determining how an IoT device can use and increase

its autonomy of decision in the relationship with the user.

3. Model

In this work, we are interested in identifying the complex relations between a user 𝑢 and an IoT
system 𝑆 consisting of n devices {𝑑1, 𝑑2… , 𝑑𝑛}. The human-device interaction model is based on
the concept of autonomy. More specifically, we distinguish between 2 kinds of autonomy:

1. the autonomy of execution, 𝑎𝑢𝑡_𝑒, which defines both what devices are able to do and the
resources to which they are authorized to access. This value is specified by the user when
requesting the execution of a task;

2. the autonomy of decision, 𝑎𝑢𝑡_𝑑, namely the extent to which the devices can deviate from
the level of autonomy of execution assigned by the user.

The devices represent the actors of this autonomy, while the delegators are the users. On the
one hand, the user 𝑢 makes use of the devices to perform the tasks it needs. At the beginning,
the user 𝑢 grants an initial level of autonomy of decision to the devices, defined as 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛.
Then, on each turn, the user will assign a specific task 𝜏 to a given device 𝑑𝑗, specifying also the
level of autonomy of execution 𝑎𝑢𝑡_𝑒 it desires. More in details, we classify the autonomy of
execution in 5 levels:

• Level 0: to perform the task, in addition to the default internal and external resources,
devices need another external agent and non-default external resources;

• Level 1: in addition to the default internal and external resources, devices need another
external agent to perform the task;

• Level 2: to perform the task, in addition to the default internal and external resources,
devices need to access other non-default external resources;

• Level 3: devices can execute the task with all internal and external resources by default.
They cannot perform other tasks at the same time;

• Level 4: devices can perform the task with a minimum commitment of internal and
external resources (by default) that is, you can be able to perform other tasks at the same
time.

The idea is that the more autonomous the agent is in performing tasks, the fewer resources it
needs. At the lowest levels, it needs to exploit external resources not directly available and/or
other agents. Increasing the level, it no longer needs these resources. Indeed, at the highest
level, it could even perform multiple tasks at the same time.

On the other hand, the devices want to satisfy at best the user’s requests. However, in order
to fulfill such purpose, it is sometimes necessary for the devices to modify their autonomy of
execution [11, 12]. This shift in autonomy would give the device the chance to execute the task
providing a greater performance.

At the end of the task, the performance of 𝑑𝑗 is evaluated. The actual performance of the
devices depends on the error probability of the considered task level.



3.1. The user

In the simulation, we considered a single user 𝑢 dealing with a number of IoT devices. The
user makes use of such devices to pursue its own goals, granting them an initial autonomy of
execution, the predisposition, which limits their actions.

The predisposition takes into account the fact that different users may have different attitudes
towards this type of technology. For instance, the authors of [13] found that household members
with high technical skills are more willing to adopt smart home services and products.

Starting from this initial value, the autonomy granted may change over time in response to
certain situations and may vary from device to device.

3.2. The devices

There can be a variable number of devices in the world. All of them possess the main goal
of pursuing the user’s task to satisfy at best its need (even those not explicitly requested).
Remarkably, in order to do so, they need to increase their autonomy of decision 𝑎𝑢𝑡_𝑑.

The device may find itself in the situation of not being able to adequately perform a task at a
given level of autonomy of execution, i.e. its expected performance is below a given threshold
value 𝜎. In order to overcome this issue, it can decide to change this level, by increasing or
decreasing it.

Resuming, a device is characterized by:

1. Its trustworthiness estimation on the various levels, to evaluate its own skills in the
different cases;

2. The autonomy of execution aut_e, assigned by the user;
3. The estimation of the autonomy of decision aut_d ;
4. the error probability on each level: this is an intrinsic characteristic of the device, neither

it nor the user can directly access it, but it can be estimated through interaction.

3.3. Trust and Autonomy

Trust is a key element in every aspect of social cooperation. Its importance has also been clearly
recognized in Human-Machine interaction [14] and, more in details, also in the IoT domain [15].
In this paper, we refer to the socio-cognitive model of trust [16]. The trustworthiness [17] of the
devices is modeled in terms of willingness and competence. As far as it concerns willingness,
we assume in this case that the devices are always and in any case well disposed towards the
user and that they have the main goal of satisfying its requests. Concerning competence, this
dimension is implemented through the 𝑒𝑟 𝑟𝑜𝑟𝑝𝑟𝑜𝑏𝑎𝑏𝑖𝑙𝑖𝑡𝑦, i.e. the probability that a device will
not be able to successfully complete the requested task. Of course, this probability also depends
on the level of autonomy at which the task takes place.

In the light of such premise, we have modeled the autonomy of decision as a scalar variable
defined in [0,1], whereby the greater the autonomy the easier it is to switch level. Instead, the
trustworthiness of a device is modeled as a 5 elements vector, precisely to evaluate its skill at
every level of autonomy.



Of course, working at a given level of autonomy gives devices the opportunity to show their
competence at that level. When a task ends, the trustworthiness is updated through a weighted
mean, according to Equations 1. Here, 𝑝𝑒𝑟𝑓 𝑜𝑟𝑚𝑎𝑛𝑐𝑒𝑗,𝜏 ,𝑥 is the result of the execution of the task
𝜏 at level 𝑥 by agent 𝑑𝑗, while 𝛾1 and 𝛾2 represent the weights of the old and the new value.

𝑛𝑒𝑤𝑇 𝑟𝑢𝑠𝑡𝑤𝑜𝑟 𝑡ℎ𝑖𝑛𝑒𝑠𝑠𝑗,𝜏 ,𝑥 =
𝑡𝑟𝑢𝑠𝑡𝑤𝑜𝑟 𝑡ℎ𝑖𝑛𝑒𝑠𝑠𝑗,𝜏 ,𝑥 ∗ 𝛾1 + 𝑝𝑒𝑟𝑓 𝑜𝑟𝑚𝑎𝑛𝑐𝑒𝑗,𝜏 ,𝑥 ∗ 𝛾2

𝛾1 + 𝛾2
(1)

Autonomy of decision is updated differently, according to 2.

𝑛𝑒𝑤𝐴𝑢𝑡_𝑑𝑗,𝑢 =
𝑎𝑢𝑡_𝑑𝑗,𝑢 ∗ 𝛾1 + 𝑝𝑒𝑟𝑓 𝑜𝑟𝑚𝑎𝑛𝑐𝑒𝑗,𝜏 ,𝑥 ∗ 𝛾2

𝛾1 + 𝛾2
(2)

Indeed, this should not increase if the device does not push beyond the level it normally
performs. Therefore, the devices will detect those situations in which going further would
represent an advantage for the user while not doing so would result in a loss and they will limit
their increase of autonomy only to such situations. In this work we consider two condition to
do so:

1. base strategy: the device believes that its performance at the assigned level will not be
satisfactory (i.e., above a designated threshold 𝜎);

2. additional strategy: besides the first strategy, the device will always try to modify the
autonomy of execution, as long as there is sufficient autonomy of decision (above a
designated 𝜃 threshold).

Once identified the need to change the level of execution, the device will choose an alternative
level according to two factors: the probability 𝑃_𝑎𝑐𝑐𝑒𝑝𝑡𝑎𝑛𝑐𝑒 that the user will accept the decision
of the device and the gain 𝐺, in terms of performance, that would be obtained by choosing
this new level. Equation 3 estimates 𝑃_𝑎𝑐𝑐𝑒𝑝𝑡𝑎𝑛𝑐𝑒𝑢,𝑗,𝜏 ,𝑥,𝑦, i.e. the probability that the user 𝑢 will
accept the decision of the device 𝑑𝑗 to increase the level from 𝑥 to 𝑦, concerning the task 𝜏. Such
probability is estimated as a function of the 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛 of the user and the autonomy of
decision 𝑎𝑢𝑡_𝑑 of the device, developed through interaction with the user. The 𝜙 factor modulates
the user’s predisposition, shaping the fact that the more the device deviates from the assigned
level, the easier it is for the task to be rejected.

𝑃_𝑎𝑐𝑐𝑒𝑝𝑡𝑎𝑛𝑐𝑒𝑢,𝑗,𝜏 ,𝑥,𝑦 = (
𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛𝑢

𝜙
+ 𝑎𝑢𝑡_𝑑𝑗,𝑢) ∗ 𝛼 (3)

𝜙 =
𝛿𝑥,𝑦
4

(4)

Given the classification of the autonomy of execution, it is reasonable to assume that increas-
ing the level is more convenient than decreasing it, as it requires fewer resources. Conversely,
leveling down requires additional resources. To model this, we introduce the constant 𝛼 in
Equation 3. In the analogous case, when the level is decreased, 𝛼 is replaced by 𝛽.

As far as it concerns the gain 𝐺, it is estimated as the difference between the expected
performance (trustworthiness) at level y and the expected performance at level x, as in Equation
5.



𝐺𝑗,𝜏 ,𝑥,𝑦 = 𝑡𝑟𝑢𝑠𝑡𝑤𝑜𝑟 𝑡ℎ𝑖𝑛𝑒𝑠𝑠𝑗,𝜏 ,𝑦 − 𝑡𝑟𝑢𝑠𝑡𝑤𝑜𝑟 𝑡ℎ𝑖𝑛𝑒𝑠𝑠𝑗,𝜏 ,𝑥 (5)

We define probabilistic utility 𝑃𝑈𝑢,𝑗,𝜏 ,𝑥,𝑦 as the product of 𝑃_𝑎𝑐𝑐𝑒𝑝𝑡𝑎𝑛𝑐𝑒𝑢,𝑗,𝜏 ,𝑥,𝑦 and 𝐺𝑗,𝜏 ,𝑥,𝑦 (see
Equation 6. The device chooses the level with the greatest probabilistic utility. In case of equal
result, the level with the highest 𝐺 is preferred.

𝑃𝑈𝑢,𝑗,𝜏 ,𝑥,𝑦 = 𝑃_𝑎𝑐𝑐𝑒𝑝𝑡𝑎𝑛𝑐𝑒𝑢,𝑗,𝜏 ,𝑥,𝑦 ∗ 𝐺𝑗,𝜏 ,𝑥,𝑦 (6)

4. Simulation and results

In this section, we present the results of the agent-based simulation experiments, implemented
on the NetLogo platform [18]. In the simulations, we are going to check what happens in 3
different scenarios, namely:

1. none: there is no optimization mechanism;
2. first : only the base strategy is implemented, thus it is possible to modify the autonomy of

execution if a low performance is expected (below the 𝜎 threshold);
3. both: the additional strategy is implemented, thus it is always possible to modify the

autonomy of execution, as long as there is sufficient autonomy of decision (below the 𝜃
threshold).

The experiments were conducted using the following setting:

• 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛 = [0,0.1,0.2,0.3,0.4,0.5,0.6,0.7,0.8,0.9,1];
• number of device: 10;
• duration: 1000 time units;
• error probability: randomly assigned for each device on each level in the range [0,0.5];
• 𝜎 = 0.5;
• 𝜃 = 0.5;
• 𝛼 = 1 and 𝛽 = 0.9;
• 𝛾1 = 0.9 and 𝛾2 = 0.1.

Each run of the experiment has a fixed duration of 1000 time unit, enough time to stabilize
the values of the variables of interest. Concerning predisposition, the whole range of values has
been investigated. As for the error probability, it is randomly generated between 0 and 0.5. Such
randomness is designed to ensure that each device must estimate its capabilities and evaluate
on which levels it is appropriate to perform the tasks. The threshold 𝜎 has been set to 0.5, to
ensure that devices provide an average performance greater than 50% when they decide to
execute a task. In a similar way, the threshold 𝜃 ensure that, in the event that the device intends
to optimize its performance even if its expected value is above 𝜎, there is a certain probability
of acceptance by the user. Then, 𝛼 and 𝛽 were set to shape the fact that it is more convenient to
increase the level autonomy of execution that to decrease it. Lastly, 𝛾1 and 𝛾2 were set to give
more importance to past experience and to avoid excessive fluctuations in the variable values
during simulations.



Figure 1: Evolution of average autonomy of decision, depending of the user’s predisposition

Figure 1 shows the evolution of the autonomy of decision of the devices, as the user’s
predisposition varies. If neither of the two strategies is active, the autonomy granted remains
exactly equal to the user predisposition. On the other hand, in the presence of one or two
optimization mechanisms, the autonomy values increase significantly. We do not find significant
differences between the two approaches, as far as it concerns autonomy of decision. In general,
higher values of 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡𝑜𝑛 correspond to greater values of autonomy of decision. Such
an increment is particularly significant in the proximity of the value 0, while immediately
afterwards it remains linear. Basically, the more the user is willing to accept the autonomous
choices of the devices, the easier it is for them to develop autonomy of decision: if the user
rejects their choices, they have few possibilities for action. This result shows us how even
a minimum predisposition value is enough to give devices the opportunity to develop their
autonomy of decision.

Another remarkable result concerns the evaluation of trustworthiness, that is the perception
that the user has of the devices. As Figure 2 shows us, the introduction of optimization
mechanisms paradoxically involves a decrease in trustworthiness: in the considered level,
-4.13% with the base strategy and -9.51% with the additional strategy. Although this effect
may seem counterintuitive, the reasons for this result are clearly explained if we also take into
consideration the variation of the performance provided to the user.

Thus, Figure 3 shows that the introduction of the base optimization strategy actually allows
for an improvement on the performance provided to the user (+9.37% on average). Considering
both strategies entails an additional increase (+13.52% on average). In fact, these optimization



Figure 2: Evolution of average trustworthiness evaluation on level 4, depending of the user’s predispo-
sition

mechanisms ensure that devices operate on the levels at which they believe they are most
efficient, avoiding those at which they are less good. As a consequence, the valuation for these
low performance levels remains lower. This effect explains why the average trustworthiness
evaluation decreases, as a result of the introduction of optimization strategies. However, this
is in line with the main goal of the devices, as the main purpose of artificial systems should
not be to maximize the user’s perception of them [14]. While even this is an important topic,
they should above all aim to improve the actual performance provided to the use, even if this
involves being perceives as less trustworthy. It should also be noted that even in the absence of
initial 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛, the devices still manage to improve their performance.

5. Discussion and Conclusions

In this work, we investigated one of the possible approaches to increase autonomy of decision
of IoT devices through direct interaction with a user.

Indeed, these devices have enormous potential to offer to end users. However, the user may
not necessarily be willing to accept all the functionalities offered from the beginning. In light
of such consideration, it becomes essential to understand how the device should behave in
order to stimulate the user’s trust and gradually ensure that the latter is willing to grant more
autonomy. Of course, many approaches are possible to solve this problem [19, 20]. In this
article, we have proposed a methodology in which devices exploit their autonomy of decision
in order to offer better performance to the user, weighing the benefits introduced by deviating



Figure 3: Evolution of average performance, depending of the user’s predisposition

from what the user requests. This allows them to show their capabilities and, in turn, to obtain
greater autonomy.

Summarizing the results of this analysis, we can say that:

1. Lower values of user 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡𝑜𝑛 correspond to lower values of autonomy of decision.
Basically, the more the user is willing to accept the devices’ autonomy of decision, the
easier it is for them to develop such autonomy.

2. Allowing the devices to change the level of execution if they believe that their performance
will not be satisfactory (base strategy) improves the performance provided to the user.
Furthermore, allowing them to freely change the level of execution, as long as there
is sufficient autonomy of decision (additional strategy) allows to get an even higher
improvement.

3. Even in lack of 𝑝𝑟𝑒𝑑𝑖𝑠𝑝𝑜𝑠𝑖𝑡 𝑖𝑜𝑛, the optimization strategies allow to improve the perfor-
mance.

4. Although these strategies improve the performance, the trustworthiness evaluation
worsens, since the devices avoid performing task at some levels, in order to favor the
levels at which they believe they perform better.

To conclude, the results of this work, albeit more theoretical, aimed at showing the effective-
ness of the proposed approach, providing interesting insights for the evolution of IoT systems.
Indeed, the experiments suggest that the approach used actually makes it possible to improve
the levels of autonomy at which devices can operate.



It is worth underlining that the proposed framework is not intended as an alternative to the
other solution to improve autonomy. On the contrary, it could provide support to other valid
solutions.
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