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Abstract

With the development of the Internet, people are becoming increasingly interconnected through the network.
More and more people interact through social media such as Weibo, YouTube, Facebook, etc. While this kind of
interaction makes people’s connection closer, it also brings problems. Some individuals post hate and offensive
language online to attack others, which not only damages the good online atmosphere but also harms the physical
and mental health of the victims. Therefore, it is crucial to prohibit the occurrence of hate and offensive language
on these social media platforms. Based on the BERT model, this paper explores three ways to detect hate speech
and offensive content in English at FIRE 2024 task-1. The BERT and Convolutional Neural Network (CNN)
method achieves macro F1 scores of 0.80049 on the HASOC 2024 English test set. The BERT and Recurrent Neural
Network (RNN) method achieves macro F1 scores of 0.79075. For the improved Recurrent Neural network, it
achieves macro F1 scores of 0.78065 on the same test set. Among the three methods, the BERT and Convolutional
Neural Network combination model achieves the highest score, performs the best, and ranks 2nd in Task-1.
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1. Introduction

With the development of the Internet era, more and more people are using social media platforms.
Through this medium, people worldwide can chat, make friends, share experiences, express opinions,
and even brainstorm. These are the positive aspects that social media platforms bring to us. However,
social media platforms also have negative impacts. They often contain hate and offensive content, such
as pejorative[1], cyber-bullying [2, 3], online extremism [4], and racism [5, 6]. Such content may cause
anxiety in those who are targeted, leading to psychological issues and subjecting others to violence[7].
It has been recognized that online hate speech is a social issue that harms our society[8]. It is essential
to detect such hate and offensive content early and prevent its spread.

Since 2019, HASOC has been dedicated to sharing tasks for the detection of hate speech and offensive
content, as well as researching languages, including English and some low-resource languages such as
Marathi. In 2024, HASOC shared this task: Hate Speech and Offensive Content Identification in English
and Bangla[9, 10]. The task has two sub-tasks, and we participated in Task 1.

The main task of Task 1 is to classify the given English Twitter content into two classes:

« Hate and Offensive (HOF): post contains hate, offensive, and profane content.
« None Hate-Offensive (NOT): post contains no Hate speech, profane, offensive content.

CEUR-WS.org/Vol-4054/T7-2.pdf

For this task, we use the BERT model to encode English sentences. Then we use three types of
networks for further classification: Convolutional Neural Network (CNN), Recurrent Neural Network
(RNN), and an improved version of Recurrent Neural Network. Ultimately, among these three methods,
the combination of the BERT model with Convolutional Neural Network performs the best, achieving a
macro F1 score of 0.80049, while RNN and an improved version of RNN have macro F1 scores of 0.79075
and 0.78065 respectively.

Section 2 introduces the methods used in recent years to detect hate and offensive content in English.
Section 3 describes the source of the dataset used in this task, the division of the dataset, and the test
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set. In Section 4, we carefully describe the dataset’s preprocessing, the model’s workflow, and some
parameter settings during the model training process. Section 5 presents the macro F1 scores achieved
by the three methods on the HASOC 2024 test set. In the final section, we summarize this task’s work,
point out our experiment’s shortcomings, and look forward to the future.

2. Related Work

The detection of hate and offensive content has been researched for a long time. HASOC has been
dedicated to detecting hate and offensive content from 2019 to 2024, involving languages including
English and some low-resource languages such as Marathi. An increasing number of papers are getting
engaged in detecting hate and offensive content. With their efforts, the classification performance of
models detecting hate and offensive content has been continuously improving.

Typically, the detection of hate and offensive content is approached as a supervised classification
task[11], such as a binary classification task, to determine whether a sentence belongs to hate and
offensive content. In the early days, some researchers used lexicon-based feature methods to detect
hate and offensive content[12]. However, their proposed models could not distinguish between hate
content and offensive content. At present, the machine learning methods are widely used. Traditional
machine learning methods often require manual feature engineering to extract text features, while deep
learning-based methods mainly use neural networks. Risch and Krestel[13] used the traditional machine
learning method, logistic regression classifier, to detect offensive content. Waseem[14] used SVM
and logistic regression classifier to detect racist or sexist content. In 2018, Pitsilis et al.[15] used deep
learning models, such as Recurrent Neural Networks, to detect offensive content in English. Recurrent
Neural Networks consider the inputs from previous time steps when processing the current input,
which helps them understand contextual information. So, it achieves good results in the field of natural
language. As a variant of recurrent neural networks, long short-term memory networks have also
achieved good results in detecting hate and offensive content[16]. Since 2020, language models based
on transformers, such as the BERT, m-BERT, and XLM-RoBERTa models[17], have become increasingly
popular in classification tasks. In the HASOC 2020 task, the YNU_OXZ team[18] proposed a model
based on XLM-RoBERTa and LSTMs for hate speech detection in English. In the HASOC 2021, the
team using a Graph Convolutional Network approach achieved the best results in detecting hate and
offensive content in English[19].

Due to the excellent sentence representation capability of transformer-based models and the ability
of Convolutional Neural Networks to capture local features, it may be able to detect insulting words
within sentences. So, we use the combination of the BERT model and CNN to detect hate and offensive
content. At the same time, because a RNN can detect hate and offensive content effectively, so we also
use the BERT model to encode English sentences and feed the last_hidden_state of the model into the
RNN for classification. In this way, we compare the results of these three methods to obtain a more
effective approach.

3. Datasets

This task focuses on the binary classification of hate and offensive speech in English. The organizers
didn’t offer the training data for the datasets but provided the test data collected from Twitter. Therefore,
we downloaded the English datasets from HASOC 2019[20] and HASOC 2020[21], which have 5852 and
3792 tweets, respectively. Then, we divided the validation set and training set in a ratio of 2:8. So, we
have 7715 training data in total, 1929 validation data, and 885 test data. The data are all stored in CSV
file format. The training set includes sentence id, text content, and labels (HOF or NOT), while the test
set is without labels. Table 1 shows examples of hate and offensive content in the training set. In Figure
1, we have presented the data distribution in the training and validation set for binary classification.



Table 1
the Examples of the Hate and Offensive Content in Training Set

Id Comments Label

#DhoniKeepsTheGlove | WATCH: Sports Minister Kiren Rijiju

issues statement backing MS Dhoni over 'Balidaan Badge’,

tells BCCI to take up the matter with ICC and keep government

in the know as nation’s pride is involved https://t.co/zu05335Rjr.

@politico No. We should remember very clearly that #Individuall

hasoc_en_2 just admitted to treason . #TrumplsATraitor#McCainsAHero HOF
#JohnMcCainDay"

NOT

hasoc_en_1
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Figure 1: Data Distribution in Training and Validation Set.

4. Experiment

In our experiment, we first preprocess the datasets to remove special characters from English sentences.
Then, we use three methods based on the BERT model for classification. We use the BERT model to
represent the vector representation of English sentences and pass the vector representation of the
sentences through three types of networks for classification: Convolutional Neural Network, Recurrent
Neural Network, and an improved version of Recurrent Neural Network. We search for the most
effective model among them. Below, we describe our experiment in detail.

4.1. Preprocessing

After reviewing the datasets, we find many special characters in English sentences, such as emoji
emoticons, URLs, mentions (@someone), and numbers. These special characters can affect the encoding
effectiveness of the model, so we take some measures to handle these special characters. Our steps are
as follows:

 Replace all numbers with the word "number".
+ Replace emojis with corresponding text descriptions because some emotion may be included in
emojis.
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Figure 2: Overall Structure of the Model.

+ Replace all website links with "URL".
« Remove all the tagged user name.

« Remove all the hashtags.

« Remove all punctuation marks.

We have also processed the labels. We replace HOF with 1 and NOT with 0 in the labels, which makes
it more convenient for training classification tasks.

4.2. Modeling

As we all know, the BERT model is based on a bidirectional transformer structure, which can capture the
contextual information on both sides of English words and understand complex semantic relationships
effectively. Therefore, we use the BERT model for the vector representation of English sentences, and
then send the vector representation to three types of networks for further classification. Figure 2 is the
overall structure of the model using our methods.

The first method involves feeding the sentence embedding represented by the BERT model into a
Convolutional Neural Network. First, we expand the dimension of the sentence vectors obtained from
BERT, and then input them into a two-dimensional convolutional neural network. The vector is passed
sequentially through convolutional layers, pooling layers, and finally fully connected feed-forward
network layer. In this method, we use convolutional kernels of different sizes to increase the diversity
of feature extraction. The kernel sizes we use are 2x768, 3x768, 4x768.

The second method involves feeding the sentence embedding represented by the BERT model into a
Recurrent Neural Network. We implement the RNN using Long Short-Term Memory (LSTM) networks.
We take the hidden state of the last time step of the LSTM layer and pass it into a fully connected
feed-forward network layer.

The third method is based on the second method. We modify the second method slightly. We perform
a max-pooling operation on the output of the LSTM layer, which can extract the maximum values along
the last dimension, and then the result is passed into a fully connected feed-forward network layer.



Table 2
Macro F1 Scores of Our Three Methods

Model Macro F1 Score
BERT+CNN 0.80049
BERT+RNN 0.79075

BERT+ improved RNN 0.78065

4.3. Training

During the model training process, we use the training set to train the model and the validation set
to find the optimal model parameters, which are then applied to the test set for prediction. Since this
task is a binary classification task, we use the cross-entropy function to calculate the loss and macro F1
score as the evaluation metric to assess the model’s classification performance. Additionally, since the
amount of training data is insufficient, we employ early stopping and learning rate scheduling strategies
to prevent the model from overfitting. We use the training sets of HASOC 2019 and HASOC 2020 as
the dataset and train on three methods. The hyperparameter values and number of epochs remain the
same across all three methods in our experiment. Ultimately, we find that the combination of the BERT
model and CNN method performs best on the test set of HASOC 2024. This method uses AdamW as
the optimizer with a learning rate of le-5 and a batch size of 32.

5. Results

The competition for Task 1 is evaluated on macro-f1 metrics. There are a total of 8 teams participating
in Task 1. And our team ranks 2nd in Task-1. The final results are shown in Table 2.

Table 2 shows that the combination of the BERT model and CNN performs slightly better in the
binary classification of hate and offensive content in English, which gets the macro F1 score of 0.80049.

6. Conclusion

This paper describes our methods for detecting hate and offensive content in English. We conduct
experiments using three BERT-based methods, in which the BERT and CNN combination model performs
best. It may be because CNN captures local features effectively, which helps the model capture the
specific patterns of hate or offensive language in sentences. So, the method based on BERT and CNN
performs a little better than the method based on BERT and RNN. In the future, we plan to research the
detection of hate and offensive content in low-resource languages. At the same time, due to the limited
data resources available for low-resource languages, we may explore research in few-shot learning. We
hope that in the future, we can have a clean and righteous online space.
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