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Abstract
The digital transformation of engineering systems demands scalable and precise identifier management. Informa-
tion about a single asset is often fragmented across numerous systems and organizational boundaries, with each
context using its own identifiers. This paper addresses this challenge by introducing a formal framework for
semantic reference. We build on prior work by introducing two key concepts: reference contexts, which for-
malize the boundary conditions for identifier interpretation, and public models, which serve as curated, shared
layers for anchoring reference. We define reference equality as the symmetric, transitive closure over typed proxy
relations that link identifiers across these contexts. Finally, we demonstrate how this semantic infrastructure
provides a foundational component for a new generation of industrial systems, including providing essential
grounding for Large Language Model (LLM) workflows. This approach bridges the gap between human-readable
descriptors and machine-readable identifiers, aligns with modern architectural principles like Data Mesh, and
supports hybrid reasoning in industrial knowledge systems.
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1. Introduction

Industrial systems rely on vast quantities of information, scattered across tools, organizations, and
lifecycle stages. This information is fragmented across databases, models, and documents, each using
its own identifiers to refer to system elements like equipment or functional locations [1]. Resolving
these identifiers across contexts is a prerequisite for automation and digital traceability, but current
practices are heavily reliant on manual, error-prone intervention.

Recent work has highlighted semantic identifier management as a cornerstone of digital transforma-
tion [1, 2]. Prior approaches have introduced identifier classification schemes and model-based mapping
services. Yet, a principled and formal account of reference semantics—linking identifiers, models, and
human interpretation across heterogeneous systems—has been lacking.

Large Language Models (LLMs) are increasingly used as natural language interfaces to engineering
data. They are now employed to query structured sources and assist engineers in technical tasks.
However, LLMs lack a native notion of reference. They process text without grounding it in the
structured semantics of the systems they support, resulting in ambiguity, hallucinations, and a lack of
verifiable traceability in their outputs [3].

This paper addresses both challenges—semantic reference and LLM grounding—by introducing two
interlinked concepts:

• Reference contexts, which formalize the use of identifiers under specific boundary conditions.
• Public models, which serve as curated referential layers for deriving shared descriptors.

We demonstrate how these structures enable robust semantic reference resolution and provide the
necessary anchoring points for LLM workflows. Our approach extends prior work by focusing on
logic-based interpretation and integration into hybrid, knowledge-based systems.
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2. Background and Related Work

2.1. The Identifier Fragmentation Problem

In large-scale engineering projects, information about a single asset is scattered across numerous
applications. Each system assigns its own identifier based on its specific context, domain, or lifecycle
phase. The challenge lies in the heterogeneity of these identifiers—not only in syntax, but in structure
and semantics.

To better understand the diversity of identifier types encountered in industrial systems, we introduce
a two-dimensional classification scheme based on information density and uniqueness. This classification
helps reveal structural patterns that motivate the need for explicit, semantics-based identifier resolution.
The resulting taxonomy can be visualized in four quadrants, as shown in Figure 1.

Figure 1: The Four-Quadrant Classification of Identifier Systems.
Each quadrant represents a different trade-off, from simple, context-specific database keys (Group 1) to globally
unique and semantically rich identifiers like Vehicle Identification Numbers (Group 4).
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This classification reveals a fundamental tension: highly unique identifiers (Groups 1 and 2) are often
opaque to humans, while interpretable descriptors (Groups 3 and 4) tend to be ambiguous or reused. As
a result, resolving identifiers across systems cannot rely on lexical matching alone. Instead, it requires
explicit, declarative links between identifiers—regardless of their type or quadrant—which is precisely
what our framework provides through proxy relations and reference equality.

Simple lexical or structural matching techniques are often insufficient [4], as the information subsets
in different systems may have little overlap. Consequently, organizations rely on manual mapping by
subject matter experts [1], a process that is neither scalable nor sustainable. This challenge aligns with
the goals of the Data Mesh paradigm, which seeks to enable data interoperability in a decentralized
ecosystem while maintaining domain-oriented ownership [5].



2.2. Advances in Semantic Integration

Prior work has aimed to solve this fragmentation using model-based integration and semantic tech-
nologies. The approaches in [1, 2] distinguish between human-readable descriptors (typically Groups 3
and 4) and system-level identifiers (Groups 1 and 2), proposing:

• A modular, plug-in-based web service for identifier resolution that uses domain-specific rules to
perform semantic lifting and lookup.

• A classification of identifier systems by their function and lifecycle governance, along with a
proposal for layered model views tied to specific information aspects and actor roles.

These articles advocate for a shift from document-centric practices to model-driven practices, aligning
with standards like ISO/IEC 81346 [6]. However, they do not provide a formal semantics of reference
or a general theory for cross-context resolution.

2.3. The LLM Grounding Challenge

LLMs are powerful tools for natural language tasks, but lack the mechanisms to handle identifier
semantics reliably. Without a formal model of reference, they cannot distinguish between identifiers
that are homonyms (same string, different meaning) or synonyms (different strings, same meaning).
This is a critical failure point in technical applications, especially in Retrieval-Augmented Generation
(RAG) pipelines, where the model’s output quality is directly tied to its ability to interpret retrieved,
and potentially ambiguous, information [7].

Recent research has focused on grounding LLMs by enabling them to use external tools and APIs, a
capability now widely available in major models, often under the name "function calling". Frameworks
like ReAct [8] interleave reasoning and action steps, while models like Toolformer [9] are fine-tuned to
decide when and how to call external services. While these "tool-using" LLMs represent a significant
advance, they presuppose the existence of reliable, well-defined APIs. They do not, in themselves, solve
the underlying semantic interoperability problem when the tools and data sources they query suffer
from the identifier fragmentation described in Section 2.1. Our work provides the missing semantic
resolution layer required for such tool-using LLMs to function reliably in heterogeneous industrial
environments.

3. Reference Contexts and Semantic Identifier Resolution

Engineering and industrial information systems rely on large numbers of identifiers to reference
assets, components, activities, and locations. However, these identifiers are rarely global or semantically
transparent. They are typically defined and interpreted within bounded domains—such as organizational
databases, contractor systems, or design environments—each governed by local conventions. To manage
semantic interoperability in this setting, we introduce the concept of a reference context as a formal unit
of identifier interpretation.

A reference context𝑅 defines a local referential environment. It specifies a disjoint set of identifiers
ℐ𝑅, partitioned into two categories:

• 𝒟𝑅: a set of descriptors, such as tag numbers or internal model labels, whose meaning depends
on implicit or context-specific knowledge;

• 𝒜𝑅: a set of direct references, such as database primary keys, serial numbers, or ontology URIs,
whose interpretation is grounded in a formal or empirical reference base.

In the terminology of our framework, descriptors (typically from Groups 3 and 4) belong to 𝒟𝑅,
while system-level keys and global identifiers (Groups 1 and 2) typically serve as direct references in
𝒜𝑅. Our resolution relation ℛ𝑅 captures the mapping between these two classes within each reference
context. To relate these two sets, each reference context may define a resolution relation

ℛ𝑅 ⊆ 𝒟𝑅 ×𝒜𝑅,



Figure 2: The Semantic Resolution Architecture.
Local identifiers within distinct Reference Contexts (e.g., Operator, Vendor) are linked via curated
Proxy Relations to a canonical entity in the shared Public Model. The Identifier Resolution Service
acts as a unified API layer, enabling external systems like LLMs or data pipelines to query this federated
structure and resolve references across domains.
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which expresses how descriptors can be resolved to direct references. Importantly, this relation is
neither total nor functional in general. A descriptor may resolve to multiple direct references (e.g.,
due to modeling ambiguity or distributed realization), or to none at all (e.g., if it represents a design
placeholder or a failed lookup). Likewise, a single direct reference may be associated with multiple
descriptors originating from different naming conventions. This many-to-many structure reflects
real-world ambiguity and design abstraction. It enables the framework to support both extensional
identifiers (grounded in specific artifacts) and intensional ones (defined through schema, queries, or
roles).

To support interoperability across multiple reference contexts, we introduce the notion of a public
model. A public model is a curated referential layer hosted by a recognized authority—such as
an industry consortium like POSC Caesar Association (PCA) [10], standards body, or shared data
platform—that spans several reference contexts. It defines:

• A set of referable elements, each assigned a globally stable identifier (e.g., pca:pump_001);
• A set of proxy relations linking these public identifiers to identifiers drawn from individual

reference contexts;
• A resolution API or service interface that enables identifier translation, cross-context querying,

and semantic reference checks.

A proxy relation captures a semantic link between identifiers drawn from different reference
contexts. In our framework, this relation is used to assert that two identifiers are different representations
or views of the same underlying system element. We denote by ℐ the global set of all identifiers:

ℐ :=
⋃︁
𝑅

ℐ𝑅.

The proxy relation is a binary relation over ℐ :

proxy ⊆ ℐ × ℐ.

An assertion (𝑖1, 𝑖2) ∈ proxy states that identifier 𝑖1 serves as a proxy for identifier 𝑖2. These links
are explicitly declared and curated as part of the public model. They may be typed to express their



interpretation—for example, indicating that a functional capability is fulfilled by an implementation,
or that one identifier administratively mirrors another. The complete set of reference contexts and
proxy relations can thus be naturally represented as a knowledge graph, where identifiers are nodes
and proxy relations are typed edges.

From this relation, we define reference equality as the symmetric, transitive closure of proxy links:

refEq(𝑖, 𝑗) ⇐⇒ 𝑖 ≡ 𝑗 under proxy*sym.

This means that two identifiers are considered reference-equal if they are connected through a chain
of proxy assertions, regardless of their origin or naming convention. Reference equality provides a
declarative, traceable, and explainable basis for establishing semantic equivalence across heterogeneous
systems and naming schemes.

By organizing identifiers into structured reference contexts and linking them via public proxy models,
this framework provides a robust foundation for semantic resolution. It enables alignment between
human-oriented labels and machine-level identifiers, supports cross-organizational data flows, and
provides a formal anchoring mechanism for integrating symbolic reasoning with LLM-based workflows.

4. Application to LLMWorkflows

Our framework provides the semantic scaffolding needed to ground LLM operations in verifiable data.
By linking identifiers in natural language to elements in a public model, we create semantic anchor

points. This allows an LLM to disambiguate references correctly. This is particularly effective in RAG
pipelines [7], where retrieved documents can be annotated with public descriptors to resolve ambiguity
before generation.

We propose an identifier resolution service with three primary functions:

1. resolve(id, context): Returns a corresponding public identifier (if one exists) and the
traceable proxy path.

2. areEqual(id1, id2): Returns true if a proxy chain exists between the two identifiers.
3. getRelated(public_id, role): Returns all known context-specific identifiers linked to the

given public identifier in the role of vendor.

This service equips LLMs with the ability to validate references, disambiguate terms, and generate text
that is demonstrably grounded in a formal, external model.

5. Case Study: Multi-Context Reference to a Pump

Consider a pump referenced across multiple contexts in an engineering project, as detailed in Table 1.

Table 1
Identifier Contexts for a Shared Pump Asset.

Context ID Role Identifier Type Example ID
𝒞1 Operator Descriptor P-4321
𝒞2 EPC Contractor Descriptor EJ101A
𝒞3 Vendor Serial Number SN-9988X
𝒞4 Public Model Public ID eqhub:pump_001

The public model (𝒞4) declares proxy links from eqhub:pump_001 to the other three identifiers. By
computing the symmetric transitive closure, a system can deduce that these identifiers belong to the
same reference-equal group via proxy chains.

An LLM-powered assistant receives the prompt: "Generate a maintenance summary for P-4321,
including key specs from the vendor datasheet."



A standard RAG pipeline, lacking semantic grounding, would first retrieve documents based on the
string "P-4321". This initial retrieval is likely to be ambiguous, potentially returning datasheets for
assets with the same tag number but located in different plants or projects.

Using the resolution service, the LLM workflow executes these steps:

1. Call: resolve("P-4321", context=operator)
Returns: eqhub:pump_001.

2. Call: getRelated("eqhub:pump_001", role=vendor)
Returns: SN-9988X and a link to the vendor’s documentation.

The LLM can now reliably retrieve the correct vendor datasheet using the serial number and generate
an accurate, traceable summary.

6. Discussion

6.1. Architectural Alignment and Framework Implications

The proposed framework complements existing industry standards. Public models can be exposed
through Asset Administration Shell (AAS) interfaces [11], and the layered approach aligns with the
RAMI 4.0 architecture [12]. By enabling federated governance while ensuring interoperability, the
model directly supports the core principles of a Data Mesh [5], as shown in Table 2.

Table 2
Alignment of the Proposed Framework with Data Mesh Principles.

Data Mesh Principle How the Framework Addresses It
1. Domain-Oriented Ownership The framework uses Reference Contexts to formalize

domain-specific identifier systems. Each domain (e.g., op-
erator, vendor) retains full ownership and control over its
internal identifiers, avoiding the need for a single, centralized
master ID.

2. Data as a Product Domains treat their identifier mappings as a discoverable
and usable ’product’. They publish Proxy Relations to a
shared Public Model, which acts as a clean, interoperable
interface. The Identifier Resolution Service serves as the
API for consuming this data product.

3. Self-Serve Data Platform The proposed architecture is a core component of a self-serve
platform. The platform hosts the Public Models and the
graph of Proxy Relations, while the Identifier Resolution
Service provides a universal, self-serve tool that enables all
domains to easily create and consume mappings.

4. Federated Computational Governance Governance is federated, not centralized. Domains collabo-
rate to define proxy links and agree on public models. This
governance is also computational: reference equality is not
just a policy but is actively computed and enforced by the
system through the transitive closure of the proxy relations
in the graph. The quadrant classification provides a con-
ceptual backdrop for our resolution model: it helps frame
the diversity of identifiers as not merely syntactic variation
but as structural variation that must be reconciled through
formally declared relations. This approach enables seman-
tic alignment across systems without requiring a universal
identifier scheme, by instead relying on explicitly declared
proxy chains.

This approach addresses the identifier bottleneck by replacing the need for total harmonization with
incremental, proxy-based resolution. It is important to note that while we emphasize the application



for LLM grounding, the resolution service is a general-purpose integration component that can be
consumed directly by any automated system, such as data integration pipelines or digital twin platforms,
that requires robust, cross-context identifier lookups. For LLMs, it provides the structured grounding
required for reliable and safe operation in technical domains. Open challenges include the formal
governance of proxy relations, ensuring the scalability of resolution services, and developing methods
to fine-tune LLMs on reference-aware architectures.

The framework proposed in this paper also complements practices in Model-Based Systems Engineer-
ing (MBSE), particularly those grounded in standards such as ISO/IEC/IEEE 42010 [13] and modeling
languages like SysML [14]. These approaches focus on the structural, behavioral, and architectural
aspects of system design, typically within a well-defined viewpoint framework. However, they often
treat identifier semantics—how system elements are named, referenced, and reconciled across tools or
phases—as external to the core modeling formalism.

Our framework addresses this gap. It introduces a semantic infrastructure for identifier resolution
that is orthogonal to structural modeling concerns but essential for enabling lifecycle traceability,
model integration, and cross-organizational interoperability. In this sense, the proposed framework can
serve as a semantic backbone to MBSE environments by providing formally grounded mechanisms for
managing reference equality, declaring proxy relationships, and grounding engineering artifacts across
the lifecycle.

Our framework sketches a roadmap for a new generation of hybrid, reference-aware industrial
systems. This vision begins with establishing the core semantic infrastructure, which is then used
to ground LLM-based assistants, making them safe and reliable for technical work. The roadmap
culminates in a virtuous cycle, as described in Section 6.2, where these grounded LLMs are, in turn,
employed to accelerate the curation and expansion of the very knowledge base they rely on. This
creates a scalable, self-improving ecosystem that bridges the gap between static engineering knowledge
and dynamic AI capabilities.

6.2. The Role of LLMs in Automating Proxy Relation Curation

While this paper focuses on LLMs as consumers of a pre-existing semantic infrastructure, they can also
serve as powerful tools to automate and scale the creation of this infrastructure itself. The curation of
proxy relations is currently a knowledge-intensive task reliant on subject matter experts. We propose
that LLMs can accelerate this process in a human-in-the-loop workflow:

• Candidate Generation: An LLM can be tasked to read heterogeneous sources, such as technical
datasheets, piping and instrumentation diagrams (P&IDs), and maintenance logs. By identifying
co-occurrence patterns and understanding document context, the LLM can propose potential
proxy links. For example, it might suggest that a tag number from a P&ID and a serial number
from a vendor manual likely refer to the same asset.

• Expert Validation: These LLM-generated candidates are then presented to a human domain
expert for validation. This shifts the expert’s role from manual, painstaking discovery to efficient
verification, dramatically increasing the rate at which the proxy graph can be populated.

This semi-automated approach leverages the pattern-matching capabilities of LLMs to tackle the
scaling problem in knowledge graph construction, while using human expertise to mitigate the risk of
hallucinations and ensure the accuracy of the final mappings.

7. Conclusion

We introduced a semantic infrastructure for identifier management built on reference contexts, public
models, and typed proxy relations. This framework allows reference equality to be established through
curated proxy chains, enabling traceable and verifiable cross-context reasoning over identifier relations.
Crucially, we have shown how this formal approach aligns with modern IT architecture principles such



as Data Mesh, providing a practical path for implementation in decentralized enterprise ecosystems.
By integrating these mechanisms with LLM workflows, we provide a robust solution for semantic
grounding, supporting safe and reliable AI-assisted engineering.

While our examples are drawn from engineering systems, the underlying principles are widely
applicable. Similar challenges of identifier fragmentation and context-dependent interpretation arise
in domains such as healthcare, finance, supply chains, and public administration. We believe that the
proposed framework can serve as a general foundation for reference-aware integration in any domain
where semantic consistency across heterogeneous systems is required.

Future work will proceed along several key paths:

• Formalizing the resolution logics to support a wider range of typed proxy relations.
• Designing and implementing a scalable prototype of the distributed lookup service.
• Conducting a comprehensive evaluation of the framework, both quantitative (on resolution

accuracy and performance) and qualitative (with domain experts to assess usability and impact).
• Integrating the identifier resolution service directly into RAG pipelines as a formal grounding

component.
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