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Abstract

Event logs are critical for analyzing and improving organizational processes, yet their quality often
suffers from issues that can compromise downstream analyses, such as process mining. This paper
proposes a semantic approach to systematically address key event log quality issues, including missing,
incorrect, and imprecise data. We develop an event log ontology that formally represents entities,
attributes, and relationships within organizational processes. Based on this ontology, SHACL (Shapes
Constraint Language) constraints are defined and applied to validate event logs, enabling the systematic
detection of quality issues and ensuring a semantically grounded and structured representation of the
data. The proposed framework provides a foundation for improved data reliability and can be extended
to accommodate additional quality checks or domain-specific constraints. Furthermore, it can serve as a
preprocessing step in process mining pipelines, support data governance and compliance monitoring,
and provide high-quality event logs across diverse domains.
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1. Introduction

Data is widely acknowledged as a critical resource for analysis, improvement, and performance
management within enterprises and government institutions [1]. In today’s big data era,
organizations increasingly depend on data-driven decision-making, where analytics and real-
time insights replace intuition as the foundation for strategic choices. The effectiveness of such
decision-making is heavily reliant on data quality, because only accurate and usable data can
lead to reliable outcomes [2].

Process data, automatically captured by information systems during the execution of or-
ganizational activities, has emerged as a valuable asset for analyzing and enhancing process
performance. When structured into event logs, the data records the sequence, timing, activity,
and actors involved in specific process instances, thereby enabling more detailed analysis of
organizational workflows [3]. As organizations increasingly rely on digital systems, the volume
and complexity of event data captured in logs have grown significantly. However, since these
logs are often generated from multiple information systems such as ERP or CRM, they may lack
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the full context needed for comprehensive analysis [4]. Event logs provide organizations with
valuable insights into their operational workflows, helping to reveal inefficiencies and areas for
improvement. However, poor-quality event logs, containing missing, erroneous, or duplicate
data, can lead to complex, unstructured, and hard-to-interpret models or fail to represent the
actual business process [5, 6, 7]. Event logs differ from conventional datasets, as events have
temporal and resource-dependent constraints, making data quality a unique challenge that
requires specialized handling [8].

This paper proposes a semantic approach to systematically identify and address event log
quality issues. We develop an event log ontology that formally represents the entities, attributes,
and relationships within organizational process data. We adopt the event log quality framework
described by Bose et al. [5], which categorizes semantic quality issues as missing, incorrect,
imprecise, and irrelevant data. Building on this framework, our methodology focuses on the
first three categories: missing, incorrect, and imprecise data. It implements Shapes Constraint
Language (SHACL) constraints to detect and address these issues in the Resource Description
Framework (RDF) representation of event logs. The SHACL validation produces a structured
and semantically enriched log, where key attributes, relationships, and constraints are captured
according to the ontology.

While prior studies have explored various methods to improve event log quality, most have
relied on syntactic or pattern-based techniques [8, 9, 10, 11] rather than incorporating semantic
understanding of the data and its interrelationships. Only a few works have attempted to
integrate semantics and knowledge representation into process mining [6, 12, 13, 14], indicating
a gap in the systematic use of ontologies and formal constraints to support event log validation.
To address this gap, our study proposes a semantic framework that integrates an event log
ontology with SHACL-based validation to formally represent and detect quality issues in event
data. Building on this motivation, the study is guided by the following research questions:

RQ1: How can an ontology-based representation of event logs support the systematic
identification and structuring of semantic data quality issues?

RQ2: To what extent can SHACL constraints effectively detect and address key event log
quality problems, including missing, incorrect, and imprecise data?

RQ3: How does the integration of ontology-driven SHACL validation support the systematic
detection and structuring of semantic quality issues in event logs?

This study makes three main contributions:

1. It develops an ontology-based representation of event logs that formally captures entities,
attributes, and relationships within organizational process data.

2. It implements SHACL-based constraints grounded in the ontology to systematically
detect missing, incorrect, and imprecise data, structuring semantic quality issues in a
machine-readable format.

3. The integration of ontology and constraint-based validation enables the framework to
provide a structured and semantically enriched representation of event logs, establishing
a foundation for future extensions to real-world logs, more complex quality issues, and
downstream analyses such as process mining and compliance checks.

The study’s impact lies in providing a structured and semantically enriched framework for
event log validation, supporting systematic detection of missing, incorrect, and imprecise data.



While demonstrated on a synthetic event log, the approach can be extended with domain
knowledge or contextual rules to address more complex or context-dependent issues, such as
irrelevant events. These contributions offer practical guidance for event log preparation and
establish a foundation for further research in semantic process analytics and ontology-driven
data quality.

The remainder of the paper is organized as follows: Section 2 reviews related work on
event log quality and semantic approaches; Section 3 presents the development of the event log
ontology, including its classes, properties, and mappings; Section 4 details the implementation of
SHACL constraints for detecting missing, incorrect, and imprecise data; and Section 5 concludes
with limitations and directions for future research.

2. Related Works

Event log quality issues that could negatively impact process mining models have received
significant attention in recent years, leading to a growing body of research addressing these
challenges [15, 8]. The Process Mining Manifesto [16] defined a five-star rating system for event
log quality, where higher-rated logs are suitable for process mining analysis, and lower-rated
logs, often incomplete or inaccurate, require improvement through remedies that address data
imperfections. Event log quality issues primarily concern the identification, visualization, cor-
rection, and elimination of incorrect, noisy, missing, duplicate, or irrelevant events [17, 8]. Bose
et al. [5] categorized process mining event log quality issues into four main types: missing data,
incorrect data, imprecise data, and irrelevant data. In addition, they demonstrated where each of
these issues may occur within different entities of an event log. Mans et al. [18] conceptualized
event log quality as a two-dimensional spectrum, where the first dimension relates to the level
of event abstraction, and the second focuses on timestamp accuracy. The accuracy dimension is
further divided into three aspects: 1) granularity, 2) directness of registration, and 3) correctness.

While data quality has been extensively studied in traditional data mining [19, 20], event logs
in process mining exhibit unique characteristics that distinguish them from typical datasets.
Specifically, events have temporal dependencies both at the case level (sequence of activities) and
resource level (who can perform an activity and when), unlike single-record cases in traditional
data mining [8]. These temporal and multi-record constraints mean that event log quality issues
require specialized approaches, although concepts from traditional data cleansing may still offer
useful guidance [8].

These studies [8, 9] aimed to improve event log quality using pattern-based approaches,
validated on real-world datasets and expert feedback. Conforti et al. [9] focused on automated
noise removal by pruning low-frequency transitions in log automatons, while Suriadi et al. [8]
emphasized identifying recurring imperfection patterns and applying remedies to clean logs,
highlighting complementary strategies: filtering and systematic pattern-based correction.

However, most studies have addressed event log quality issues using non-semantic ap-
proaches [8, 9, 10, 11], with few studies focusing on integrating semantics and knowledge with
process mining [6, 12, 13, 14]. Ghalibafan et al. [6] proposed improving event log quality by
leveraging database bin logs and ontology-based techniques to handle incorrect and missing
data, developing ontologies from both event logs and bin logs, and matching them for enhanced



spaniD  eventiD timestamp eventType dbUser
1027 A69287  30/11/202423:08 Access_data user_74 24.77 SELECT * FROM table_217 Customer_Data TRUE  Marketing 1037 Marketing
1023 A40453  06/12/2024 16:56 Business Inteligence  user_22 78.79 SELECT * FROM table_495 Financial_Crimes FALSE  Financial Crimes 1054 Financial Crimes
1003 AB5091  18/01/202521:36 Enterprise Privacy user_99 25.49 SELECT * FROM table_375 Financial_Crimes FALSE  Financial Crimes 1064 Financial Crimes
1048 A53017 ~ 01/01/202504:20 Access_data user_64 45.97 SELECT * FROM table_20% Customer_Data FALSE  Financial Crimes 1054 Financial Crimes
1001 A91252  30/11/202409:10 Business Inteligence  user_91 48.92 SELECT * FROM table_30¢ Transactional_Data TRUE  Financial Crimes 1011 Financial Crimes

Figure 1: Sample records from the synthetic event log

data cleaning and ontology alignment. Khan et al. [12] presented a knowledge-centric frame-
work that leveraged knowledge graphs to enhance process analytics in noisy or incomplete
event logs. The proposed approach improved process discovery, facilitated analysis of pro-
cess variants, and addressed semantic incompleteness, demonstrated through evaluation on
a real-world sepsis event log. Ly et al. [13] introduced data transformation and semantic log
purging to enhance process mining by applying user-defined constraints for cleaning event
logs and resolving incorrect data issues. They evaluated their approach on a higher education
dataset, demonstrating its effectiveness in improving process mining results and providing a
valuable tool for process designers. Azzini et al. [14] discussed how semantic lifting, combined
with standard process mining techniques during the discovery phase, enabled the extraction
of knowledge about the process structure and the verification of non-functional properties,
such as security, during execution. They presented a case study on data loss prevention using
a lightweight RDF-based data model for real-time business process monitoring with a shared
vocabulary.

3. Ontology Development for Event Log Structuring

Ontologies provide a semantic representation of event logs and databases, enabling accurate
detection and correction of event log quality issues, such as missing or incorrect data, through
instance-level matching and by leveraging relationships between entities [6, 13]. In this section,
we present the development of an event log ontology that structures raw process data into a
formal, machine-readable format, supporting systematic semantic validation. This ontology-
based representation directly addresses RQ1, as it provides a framework for identifying and
organizing semantic data quality issues within event logs.

3.1. Ontology Creation

The primary objective of the ontology is to enable semantic filtering and validation of event
logs to improve their quality. In this paper, we focus on developing an event log ontology that
serves as a foundational layer for representing and structuring raw digital traces prior to process
mining. The ontology formalizes the semantics of event attributes and their interrelationships,
enabling rule-based validation through SHACL constraints to detect missing, incorrect, and
imprecise data during the data preparation process.

To support and evaluate the ontology, we generated a synthetic event log reflecting the
schema, attribute types, and logging conventions of the Snowflake database logs, which are
representative of typical organizational event logging practices. This synthetic event log allows
us to assess the ontology using SHACL constraints. A sample from the synthetic event log is
shown in Figure 1. Based on this synthetic event log, the following classes are introduced.



« Span: Represents a specific process instance (similar to case_id in an event log). It serves
as a container for all events related to that instance, enabling temporal and instance-level
structuring of the data.

« Event: Represents an individual activity or action within a process instance. Each event
is linked to a specific Span (case) and carries most of the descriptive information relevant
to each logged activity, such as timestamp, activity name, and involved resources.

« User: Represents the individual or system actor that performs an event. This class captures
user identifiers and attributes necessary for tracking responsibility and compliance.

+ Department: Represents the organizational unit associated with a user or event. It
provides contextual information about the actor’s organizational affiliation and supports
role- or department-level analysis.

In addition to defining the classes, we establish relationships between entities using two
types of properties: object properties and data properties. Object properties define relationships
between instances of different classes, modeling structural connections within the ontology and
enabling representation of process flows and associated elements. For example, each Span is
connected to at least one Event through the hasEvent property, and each Event is associated with
one Span through the hasSpan property. Data properties, by contrast, describe the characteristics
of individuals by linking them to literal values such as string, integer, boolean, or dateTime,
capturing detailed information such as event identifiers, user names, and timestamps. The
ontology was developed using Protégé, and the object and data properties are illustrated in
Figure 2(a) and Figure 2(b), respectively. In addition, the structure of the developed ontology,
including its classes and relationships, is illustrated in Figure 3 (visualized using the OntoGraf
plugin in Protégé).

3.2. Mapping the Log File to the Ontology Through Axioms

As the synthetic event log data was stored in a spreadsheet format, we used the Cellfie plugin [21]
to import it into the ontology. To define mappings between spreadsheet entries and Web
Ontology Language (OWL) constructs, we employed MappingMasterDSL [22], a Domain-
Specific Language (DSL) based on the Manchester syntax. This process involved formulating a
complete set of transformation rules using the Transformation Rule Editor in Protégé, specifying
how each row in the spreadsheet maps to classes, object properties, and data properties in
the ontology. Figure 4 shows the full set of transformation rules used to generate axioms for
importing instances of the defined classes.

Before populating the ontology with data, it contained 88 axioms in total, of which 58
are logical axioms that define relationships, constraints, and restrictions among classes and
properties, and 23 are declaration axioms that introduce the classes, object properties, and
data properties themselves. Once data instances are imported, additional axioms are generated.
Therefore, the total number of axioms increases proportionally with the data’s structure and
content.

The developed ontology is designed to be reusable and adaptable for event logs that share
similar structures and attributes, providing a foundation for replication, extension, and further
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Figure 2: Ontology properties: (a) object properties and (b) data properties

research. The RDF ontology is publicly available in a GitHub repository.

3.3. SHACL-Based Validation of the Event Log

To enforce the semantic constraints defined in the ontology, we employ SHACL (Shapes Con-
straint Language), a W3C recommendation for describing and validating RDF graphs [23].
SHACL represents validation constraints as RDF graphs called shapes, and it validates an RDF
graph—known as the data graph—against these constraints. Shapes define the structure and
conditions that RDF nodes must satisfy, including cardinalities, datatypes, value ranges, and
property relationships [24].

Unlike OWL axioms, which rely on an open-world assumption and are scoped to the ontology
in which they are defined, SHACL adopts a closed-world perspective: all required information
must be explicitly present in the data graph; otherwise, the data is considered invalid [25]. This
makes SHACL particularly suitable for tasks such as data quality checking, data integration,
and validating selectively reused concepts from multiple ontologies—cases where OWL axioms
alone may be insufficient [25].

The creation of SHACL shapes is closely tied to the ontology: classes and properties defined in
the ontology guide the structure of the shapes, while the shapes operationalize these constraints
for data validation. Thus, SHACL bridges the gap between ontological modeling and practical
data verification. A SHACL shape defines the expected structure and constraints of RDF nodes.
For example, an EventShape can enforce that each Event must have exactly one timestamp of
type xsd:dateTime:

'https://github.com/azra-aryania/Event_Log_Ontology.git
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Figure 3: Class diagram of the ontology

ex:EventShape

a sh:NodeShape ;

sh:targetClass ex:Event ;

sh:property [
sh:path ex:hasTimestamp ;
sh:datatype xsd:dateTime ;
sh:minCount 1 ;
sh:maxCount 1 ;

]

When applied to the RDF event log, SHACL automatically detects violations such as missing
timestamps, incorrect data types, or other semantic inconsistencies. The validation generates
a report listing all constraint violations, enabling the systematic identification and correction
of quality issues. In our framework, SHACL operationalizes the ontology, allowing the auto-
mated detection of missing, incorrect, or imprecise data, which addresses RQ2 and provides a
foundation for high-quality event log preparation.



Individual: @a*
Types: Span
Facts: spanID @A*,
hasEvent @B*

Individual: @E*
Types: User
Facts: dbuser @E*,
applicationConsumernName @K*

Individual: @3*
Types: Department
Facts: departmentID @1%,
applicationConsumerorganization @L*

Individual: @B*

Types: Evenﬂ

Facts: hasSpan @A*,
performedBy @E*,
involvedDepartment @1*,
eventID @B*,
timestamp @c*,
eventType @D*,
volumeOfDataAffectedGB @F*,
executableName @G*,
databaseName @H*,
errorOccurred @I*,
applicationConsumerName @K*

Figure 4: A full set of the transformation rules

Table 1
Event log quality issues [5]

Case Event Relationship Case Attributes Position Activity Name Timestamp Resource Event Attributes

Missing Data n 12 13 14 15 16 17 18 19
Incorrect Data 110 111 112 13 114 115 116 117 118
Imprecise Data 119 120 121 122 123 124 125
Irrelevant Data 126 127

4. Semantic Event Log Quality Checks

In this paper, we adopt the quality framework proposed by Bose et al. [5] and summarized
in Table 1, which identifies a range of semantic quality issues within event logs. Building
on this framework, we structure our analysis around the four main categories: missing data,
incorrect data, imprecise data, and irrelevant data. Our ontology is operationalized through
SHACL constraints to systematically detect missing, incorrect, and imprecise data, thereby
addressing RQ2. In the following, we discuss each category of semantic quality issues and the
corresponding validation mechanisms.

4.1. Missing Data (11-19)

Missing data in an event log can occur at multiple levels, including cases, events, relationships,
attributes, activity names, timestamps, positions, and resources [5]. To systematically detect
and prevent such gaps, we applied SHACL constraints on the RDF representation of the log.



« Mandatory properties (sh:minCount 1): Ensures that all identifiers and attributes exist,
e.g., eventID, spanlD, timestamp, eventType, performedBy, and involvedDepartment. This
directly addresses I6 (Missing Activity Names), 17 (Missing Timestamp), and 19 (Miss-
ing Event Attributes).

o Structural relationships (sh:property + sh:node): Every Event must reference a Span (via
hasSpan), a User (via performedBy), and a Department (via involvedDepartment). This
ensures I3 (Missing Relationships) and I8 (Missing Resources) are detected.

« Coverage checks (I1, 12): While SHACL cannot directly detect missing cases or miss-
ing intermediate events without an external reference, enforcing the existence of case
identifiers (spanID) and event identifiers (eventID) helps to flag potential incompleteness.

+ Ordering and position (I5): A minimum cardinality constraint on timestamps ensures
that event ordering can be reconstructed. For stricter analysis, SPARQL-based constraints
may be added to verify chronological consistency.

Table 2 summarizes the SHACL constraints implemented to address each type of missing
data issue in our RDF event log.

4.2. Incorrect Data (114, 116, 118)

Incorrect data in event logs refers to inaccuracies in recorded events, timestamps, or attributes [5].
In our RDF event log, we address only those issues that can be enforced with SHACL constraints,
specifically, event ordering (I114), timestamps (I116), and event attributes (I18), because other
types of incorrect data, including incorrect cases (I10), events (I11), relationships (I112), case
attributes (I13), activity names (I15), or resources (I17), cannot be reliably validated without
external references.

« Mandatory properties and type validation (sh:minCount, sh:datatype, sh:pattern): Ensures
that essential identifiers and attributes are populated and conform to expected formats, e.g.,
timestamps are xsd:dateTime and numeric fields are floats. This addresses I16 (Incorrect
Timestamps) and 118 (Incorrect Event Attributes).

« Ordering checks (SPARQL constraints): For events within a case, chronological consis-
tency is enforced to detect 114 (Incorrect Position), ensuring the reconstructed control-flow
is reliable.

Table 3 summarizes the SHACL constraints applied to detect these incorrect data issues in
our RDF event log.

4.3. Imprecise Data (121, 123, 125)

Imprecise data in event logs refers to attributes, timestamps, and event orderings that are
recorded with insufficient granularity or too coarse a level of detail [5]. In our RDF event log,
we address only those imprecision issues that can be partially enforced with SHACL constraints,
specifically, event ordering (I121), timestamps (I123), and event attributes (I125), because other
types of imprecision, including imprecise relationships (I19), case attributes (I120), coarse activity
names (I22), or resource information (I124), cannot be reliably validated automatically.



Table 2

SHACL Constraints for Detecting Missing Data Issues (11-19)

Issue

Meaning

SHACL Constraint

11-Missing Cases
12-Missing
Events

I13-Missing Rela-
tionships

14-Missing Case
Attributes

I15-Missing Posi-
tion

16-Missing Activ-
ity Names

I7-Missing Times-
tamps

I8—Missing  Re-
sources

19-Missing Event
Attributes

Cases executed in reality but not
recorded in the log

Events that occurred in reality but are
missing in the trace

Association between events and cases
is missing

Values of case-level attributes are miss-
ing

Event order within a trace is unclear
due to missing timestamps

Events without assigned activity names
Events without recorded timestamps
Events without assigned users or de-

partments

Values of event attributes are missing

sh:minCount 1 on spanID (coverage check for
recorded Spans)

sh:minCount 1 on eventID (coverage check for
recorded Events)

sh:property + sh:node for hasSpan

Not applicable (no case-level attributes in our log)

sh:minCount 1 on timestamp (optionally SPARQL
for ordering checks)

sh:minCount 1 on eventType

sh:minCount 1 on timestamp

sh:property + sh:node for

involvedDepartment

performedBy,

sh:minCount 1 on volumeOfDataAffectedGB,
executableName, databaseName

« Mandatory properties and type validation (sh:minCount, sh:datatype, sh:pattern): Ensures
that essential attributes exist and conform to expected types or formats. This addresses
123 (Imprecise Timestamps) and 125 (Imprecise Event Attributes).

+ Ordering checks (SPARQL constraints): For events within a case, chronological con-
sistency is enforced to detect 121 (Imprecise Position), helping to maintain a reliable
control-flow representation despite imprecise ordering.

Table 4 summarizes the SHACL constraints applied to detect these imprecise data issues in

our RDF event log.

4.4. Irrelevant Data (126-127)

Irrelevant data issues arise when certain cases or events in the log are not meaningful for the
intended analysis context [5]. This may include traces from system testing, automated database
maintenance tasks, or failed queries generated outside the scope of operational usage. Unlike
the previous categories, irrelevant data issues are contextual rather than structural and cannot



Table 3

SHACL Constraints for Incorrect Data Issues (114, 116, 118)

Issue

Meaning

SHACL Constraint (New Part)

[14-Incorrect
Position

[16-Incorrect
Timestamps

[18-Incorrect
Event Attributes

Events recorded in wrong order within
a case

Timestamp does not match real execu-
tion

Event attribute values are incorrect

SPARQL constraints to check chronological con-
sistency

sh:datatype xsd:dateTime; SPARQL con-
straints to check consistency
sh:datatype/sh:pattern on
volumeOfDataAffectedGB, executableName,
databaseName

Table 4

SHACL Constraints for Detecting Imprecise Data Issues (122, 123, 125)

Issue

Meaning

SHACL Constraint (New Part)

122—Imprecise
Activity Names

123—-Imprecise
Timestamps

125-Imprecise
Event Attributes

Activity names are too coarse; multiple
events with the same name may be am-
biguous

Timestamps are too coarse or inconsis-
tent across events

Event attribute values are too coarse
(e.g., rounded values)

sh:minCount 1 on eventType; optionally sh:in
or sh:pattern to enforce controlled vocabulary

sh:datatype xsd:dateTime; sh:minCount 1; op-
tional SPARQL to check ordering consistency

sh:minCount 1 on volumeOfDataAffectedGB,
executableName, databaseName; sh:datatype-
/sh:pattern for type or format enforcement

be systematically detected through SHACL constraints. For completeness, we acknowledge
this category, and these limitations clarify the scope of the current framework while informing
considerations for future extensions beyond RQ2.

To illustrate how SHACL constraints are applied in practice, Figure 5 illustrates a repre-
sentative constraint that enforces the presence and datatype of the Timestamp property for
each Event, addressing missing or invalid timestamps (I7). The associated SHACL constraints
are reusable and can be applied to event logs conforming to the ontology’s structure, supporting
systematic validation across organizational contexts with compatible schemas. All resources
developed in this study, including the RDF ontology and SHACL shapes, are openly accessible
in the project’s GitHub repository?.

*https://github.com/azra-aryania/Event_Log_Ontology.git



@prefix sh: <http://www.w3.org/ns/shacl#> .

@prefix rdf: <http://www.w3.org/1999/02/22-rdf-syntax-ns#> .
@prefix rdfs: <http://www.w3.org/2000/01/rdf-schema#> .
@prefix xsd: <http://www.w3.org/2001/XMLSchema#> .

@prefix elo: <http://www.semanticweb.org/aaryania/ontologies/2@25/1/Event-log-ontology-v2i> .

elo:EventShape
a sh:Nodeshape ;
sh:targetClass elo:Event ;
sh:message "validation for Event instances.” ;

sh:property [
sh:path elo:Timestamp ;
sh:minCount 1 ; # At least one timestamp required
shimaxCount 1 ; # only one timestamp allowed
sh:datatype xsd:dateTime ;
sh:message "Missing or invalid Timestamp for <{?this}>.” ;
sh:severity sh:violation ;

Figure 5: An example of a SHACL constraint addressing 17

5. Discussion

In this paper, we presented a semantic framework for event log quality validation, combining an
ontology-based representation with SHACL constraints. The study adopted the event log quality
framework described by Bose et al. [5] and addressed key semantic quality issues, including
missing (e.g., absent identifiers, timestamps, or resources), incorrect (e.g., misordered events or
invalid attribute types), and imprecise data (e.g., coarse timestamps or rounded numeric values).
Specifically, RQ1 is addressed by the development of the event log ontology, which formally
represents entities, attributes, and relationships within organizational process data, enabling
structured representation of quality issues. RQ2 is addressed by implementing SHACL con-
straints that leverage the ontology for automated detection of missing, incorrect, and imprecise
data in the RDF event log. RQ3 is addressed through the integration of ontology and SHACL-
based validation, demonstrating how semantic structuring combined with constraint checking
facilitates comprehensive quality validation. Although the framework was demonstrated on a
synthetic event log for controlled evaluation, it can be extended with domain knowledge or
contextual rules to address more complex issues, such as irrelevant events.

These contributions provide practical guidance for event log preparation and establish a
foundation for future research in semantic process analytics and ontology-driven data quality.
The framework can serve as a preprocessing step in process mining pipelines, support data
governance, compliance monitoring, integration of logs from multiple systems, and the provision
of high-quality data for AI/ML applications. This approach also has potential across domains
such as business intelligence, operational auditing, healthcare, manufacturing, and decision
support systems, demonstrating its broad applicability and the value of ontology-based and
SHACL-driven validation.

Despite these contributions, our work has several limitations, which also highlight opportu-
nities for future research.

First, while the framework addresses missing, incorrect, and imprecise data, other quality



issues, such as irrelevant or context-dependent events, were not considered. Future work could
extend the ontology and SHACL constraints to incorporate domain knowledge and operational
semantics, enabling the detection of such context-sensitive issues.

Second, our approach was demonstrated using a synthetic event log and an ontology devel-
oped for typical organizational processes. While this allowed controlled evaluation, real-world
event logs often exhibit greater complexity and system-specific characteristics. Future research
could apply the framework to diverse real-world logs, explore ontology evolution and alignment
across multiple data sources, incorporate probabilistic reasoning to handle uncertainty and
incomplete information, and develop automated adaptation mechanisms to enhance scalability,
robustness, and generalizability.

Third, although our current work focuses primarily on validation, integrating SHACL-
validated logs with process mining and analytics pipelines could enable a fully semantic
data-quality workflow, supporting process discovery, conformance checking, and performance
analysis.

6. Conclusion

This paper has presented a semantic framework for event log quality validation that integrates
an ontology-based representation with SHACL constraints. The framework enables structured
modeling of organizational process data and automated detection of missing, incorrect, and
imprecise information. By addressing key quality issues through semantic modeling and
constraint checking, the approach provides a systematic method for preparing high-quality event
logs. The results demonstrate the practical value of ontology-driven validation in supporting
process mining, data governance, compliance monitoring, and other analytics applications.
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